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**** Start of 1st Change ****
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[bookmark: _Toc492719341][bookmark: historyclause]4.2.3	Non-roaming reference architecture
Figure 4.2.3-1 depicts the non-roaming reference architecture. Service-based interfaces are used within the Control Plane.


Figure 4.2.3-1: 5G System architecture
Figure 4.2.3-2 depicts the 5G System architecture in the non-roaming case, using the reference point representation showing how various network functions interact with each other.


Figure 4.2.3-2: Non-Roaming 5G System Architecture in reference point representation
NOTE 21:	N9, N14 are not shown in all other figures however they may also be applicable for other scenarios.	Comment by Myungjune@LGE: renumbering
NOTE 32:	For the sake of clarity of the point-to-point diagrams, the UDSF, NEF and NRF have not been depicted. However, all depicted Network Functions can interact with the UDSF, UDR, NEF and NRF as necessary.	Comment by Myungjune@LGE: renumbering
NOTE 43:	The UDM uses subscription data and authentication data and the PCF uses policy data that may be stored in UDR (refer to section 4.2.5)..	Comment by Myungjune@LGE: renumbering	Comment by Myungjune@LGE: duplication
NOTE 54:	For clarity, the UDR and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams. For more information on data storage architectures refer to section 4.2.5.	Comment by Myungjune@LGE: renumbering
Figure 4.2.3-3 depicts the non-roaming architecture for UEs concurrently accessing two (e.g. local and central) data networks using multiple PDU Sessions, using the reference point representation. This figure shows the architecture for multiple PDU sessions where two SMFs are selected for the two different PDU sessions. However, each SMF may also have the capability to control both a local and a central UPF within a PDU session.


Figure 4.2.3-3: Applying non-roaming 5G System architecture for multiple PDU session in reference point representation
Figure 4.2.3-4 depicts the non-roaming architecture in case concurrent access to two (e.g. local and central) data networks is provided within a single PDU session, using the reference point representation.


Figure 4.2.3-4: Applying non-roaming 5G System architecture for concurrent access to two (e.g. local and central) data networks (single PDU session option) in reference point representation
[bookmark: _Toc492719342]
**** Start of 2nd Change ****

4.2.4	Roaming reference architectures
Figure 4.2.4-1 depicts the 5G System roaming architecture with local breakout with service-based interfaces within the Control Plane.


Figure 4.2.4-1 Roaming 5G System architecture- local breakout scenario in service-based interface representation
NOTE 1:	In the LBO architecture. The PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN.	Comment by Myungjune@LGE: numbering
Figure 4.2.4-3 depicts the 5G System roaming architecture in case of home routed scenario when service-based interfaces within the Control Plane.


Figure 4.2.4-3 Roaming 5G System architecture - home routed scenario in service-based interface representation
Figure 4.2.4-4 depicts 5G System roaming architecture in case of local break out scenario using the reference point representation.


Figure 4.2.4-4: Roaming 5G System architecture - local breakout scenario in reference point representation
NOTE 2:	For the sake of clarity the NRF is not been depicted in reference point architecture figures – see Figure 4.2.4-X 7 for details on NRF and NF interfaces.	Comment by Myungjune@LGE: numbering	Comment by Myungjune@LGE: reference update
The following figure 4.2.4-6 depicts the 5G System roaming architecture in case of home routed scenario using the reference point representation.


Figure 4.2.4-6: Roaming 5G System architecture-Home routed scenario in reference point representation
NOTE 3:	For the roaming scenarios described above each PLMN can independently implement proxy functionality to simplify interconnection and hide topology on some or all of the inter-PLMN interfaces. The use and functionality of such proxy functions is deployment specific and is not defined in this specification.  The use of a proxy function in one PLMN imposes no requirements on the other PLMN.	Comment by Myungjune@LGE: numbering


Figure 4.2.4-7: NRF Roaming architecture in reference point representation
[bookmark: _Toc492719345]
**** Start of 3rd Change ****

4.2.7	Reference points
The 5G System Architecture contains the following reference points:
N1:	Reference point between the UE and the AMF.
N2:	Reference point between the (R)AN and the AMF.
N3:	Reference point between the (R)AN and the UPF.
N4:	Reference point between the SMF and the UPF.
N6:	Reference point between the UPF and a Data Network.
NOTE 1:	The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network will not be specified in this release.	Comment by Myungjune@LGE: numbering
N9:	Reference point between two UPFs.
The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.
N5:	Reference point between the PCF and an AF.
N7:	Reference point between the SMF and the PCF.
N24:	Reference point between the PCF in the visited network and the PCF in the home network.
N8:	Reference point between the UDM and the AMF.
N10:	Reference point between the UDM and the SMF.
N11:	Reference point between the AMF and the SMF.
N12:	Reference point between AMF and AUSF.
N13:	Reference point between the UDM and Authentication Server function the AUSF.
N14:	Reference point between two AMFs.
N15:	Reference point between the PCF and the AMF in case of non-roaming scenario, PCF in the visited network and AMF in case of roaming scenario.
N16:	Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).
N17:	Reference point between AMF and 5G-EIR.
N18:	Reference point between any NF and UDSF.
N22:	Reference point between AMF and NSSF.
Editor's note:	The number used for the reference point between AMF and NSSF may need to be updated based on removed/added reference points.
N27:	Reference point between NRF in the visited network and the NRF in the home network.
NOTE 2: in some cases, a couple of NFs may need to be associated with each other to serve a UE.	Comment by Myungjune@LGE: numbering
In addition to the reference points above, there are interfaces/reference point(s) between SMF and the charging system (CDF and OCS). The reference point(s) are not depicted in the architecture illustrations in this specification.	Comment by Myungjune@LGE: missing bracket
NOTE 3:	The functionality of these interface/reference points are defined in TS 32.240 [41]. It is in SA WG5 scope to define the interfaces/reference point(s).	Comment by Myungjune@LGE: numbering

**** Start of 4th Change ****

[bookmark: _Toc492719347]4.2.8.1	General Concepts to Support Non-3GPP Access
The 5G Core Network supports the connectivity of the UE via non-3GPP access networks, e.g. WLAN access.
Only the support of non-3GPP access networks deployed outside the NG-RAN (referred to as "standalone" non-3GPP accesses) is described in this clause.
In this release of specification, 5G Core Network only supports untrusted non-3GPP accesses.
The N2 and N3 reference points are used to connect standalone non-3GPP accesses to 5G Core Network control-plane functions and user-plane functions respectively.
A UE that accesses the 5G Core Network over a standalone non-3GPP access shall, after UE attachment, support NAS signalling with 5G Core Network control-plane functions using the N1 reference point.
When a UE is connected via a NG-RAN and via standalone non-3GPP accesses, multiple N1 instances shall exist for the UE i.e. there shall be one N1 instance over NG-RAN and one N1 instance over non-3GPP access.
A UE simultaneously connected to the same 5G Core Network of a PLMN over 3GPP access and non-3GPP access shall be served by a single AMF if the selected N3IWF is located in the same PLMN as the 3GPP access.
When a UE is connected to a 3GPP access of a PLMN, if the UE selects the N3IWF and the N3IWF is located in a PLMN different from the PLMN of the 3GPP access, e.g. a different VPLMN or the HPLMN, the UE is served separately by the two PLMNs. The UE is registered with two separate AMFs. PDU sessions over the 3GPP access are served by V-SMFs different from the V-SMF serving the PDU sessions over the non-3GPP access.
The PLMN selection for the 3GPP access does not depend on the N3IWF selection. If a UE is registered over a non-3GPP, the UE performs PLMN selection for the 3GPP access independently of the PLMN to which the N3IWF belongs.
Non-3GPP access networks shall be connected to the 5G Core Network via a Non-3GPP InterWorking Function (N3IWF). The N3IWF interfaces to 5G Core Network control-plane functions and user-plane functions via N2 interface and N3 interface, respectively.
A UE shall establish an IPSec tunnel with the N3IWF to attach to the 5G Core Network over untrusted non-3GPP access. The UE shall be authenticated by and attached to the 5G Core Network during the IPSec tunnel establishment procedure. Further details for UE attachment to 5G Core Network over untrusted non-3GPP access are described in clause 4.12.2 in TS 23.502 [3].	Comment by Myungjune@LGE: Add clause
It shall be possible to maintain the UE signalling connection with the AMF after all the PDU sessions for the UE over the non-3GPP access have been released or handed over to 3GPP access.
N1 NAS signalling over standalone non-3GPP accesses shall be protected with the same security mechanism applied for N1 over a 3GPP access.
Editor's note:	How QoS is supported via the N3IWF and untrusted non-3GPP accesses is FFS.

**** Start of 5th Change ****

[bookmark: _Toc492719368]5.1	General
Clause  5 specifies the high level functionality and features of the 5G system for both 3GPP and Non-3GPP access and for the interoperability with the EPC defined in TS 23.401 [26].	Comment by Myungjune@LGE: Change to non-breaking space
[bookmark: _Toc492719386]
**** Start of 6th Change ****

5.3.2.3	Registration Area management
Registration Area management comprises the functions to allocate and reallocate a Registration area to a UE. Registration area is managed per access type i.e., 3GPP access or Non-3GPP access.
When a UE registers with the network over the 3GPP access, the AMF allocates a set of tracking areas in TAI List to the UE. When the AMF allocates registration area, i.e. the set of tracking areas in TAI List, to the UE it may take into account various information (e.g. Mobility Pattern and Allowed/Non-allowed area (refer to clause 5.3.4.1)). An AMF which has the whole PLMN as serving area may alternatively allocate the whole PLMN ("all PLMN") as registration area to a UE in MICO mode (refer to clause 5.4.1.3).	Comment by Myungjune@LGE: Add clause
The 5G system shall support allocating a TAI List over different 5G-RATs in a single TAI List.
When a UE registers with the network over the Non-3GPP access, the registration area for Non-3GPP access corresponds to a unique reserved TAI value (i.e. dedicated to Non-3GPP access). There is thus a unique Tracking Area for the Non-3GPP access to 5GC, that is called the N3GPP TAI.
When generating the TAI list, the AMF shall include only TAIs that are applicable on the access where the TAI list is sent.
The additional aspects for registration management when a UE is registered over one access type while the UE is already registered over the other access type is further described in clause 5.3.2.4.

**** Start of 7th Change ****

[bookmark: _Toc492719387]5.3.2.4	Support of a UE registered over both 3GPP and Non3GPP access
For a given serving PLMN there is one RM context for a UE for each access, e.g. when the UE is consecutively or simultaneously served by a 3GPP access and a Non-3GPP access (N3IWF) of this PLMN. UDM manages separate/independent UE registration procedures for each access.
An AMF associates multiple access-specific RM context for an UE with:
-	a Temporary Identifier that is common between 3GPP and Non-3GPP. This Temporary Identifier is globally unique.
-	a registration state per access type (3GPP / Non-3GPP)
-	a registration areas per access type: one registration area for 3GPP access and another registration areas for non 3GPP access.
-	a periodic registration timer for 3GPP access.
-	a Non-3GPP Implicit Deregistration timer.
Registration areas for the 3GPP access and the non-3GPP access are independent.
The AMF shall not provide a Periodic Registration Timer for the UE. over a non-3GPP access. Consequently, the UE need not perform, Periodic Registration Update procedure over non-3GPP access. Instead, during the Initial Registration procedure and Re-registration, the UE is provided by the network with a non-3GPP deregistration timer that starts when the UE enters non-3GPP CM-IDLE state.
The Temporary Identifier may be assigned or re-assigned over any of the 3GPP and Non-3GPP access. The AMF assigns to the UE a single Temporary Identifier that is used over 3GPP and Non-3GPP access to the same PLMN or equivalent PLMN (which presumes that there is control and user plane connectivity between nodes of the EPLMN and the 3GPP access PLMN). The Temporary Identifier is assigned upon the first successful registration of the UE, and is valid over both 3GPP and Non-3GPP access to the same PLMN or equivalent PLMN for the UE. Upon performing any initial access over the non-3GPP access or over the 3GPP access, the UE provides the Temporary Identifier it has received in an earlier successful registration over any access to the same PLMN or equivalent PLMN. This enables the AN to select an AMF that maintains the UE context created at the previous registration procedure, and enables the AMF to correlate the UE request to the existing UE context.	Comment by Myungjune@LGE: Wording update
If the UE is performing registration over one access and intends to perform registration over the other access in the same PLMN (e.g. the 3GPP access and the selected N3IWF are located in the same PLMN), the UE shall not initiate the registration over the other access until the registration procedure over first access is completed.
NOTE:	To which access the UE performs registration first is up to UE implementation.
When the UE is successfully registered to an access (3GPP access or non-3GPP access respectively) and the UE registers via the other access:
-	if the second access is located in the same PLMN or equivalent PLMN (e.g. the UE is registered via a 3GPP access and selects a N3IWF located in the same PLMN), the UE shall use for the registration to the PLMN associated with the new access the UE Temporary identifier that the UE has been provided at the previous registration in the same PLMN or equivalent PLMN.
-	if the second access is located in a PLMN (i.e. not the registered PLMN or an equivalent PLMN of the registered PLMN), different from the registered PLMN of the first access (e.g. the UE is registered to a 3GPP access and selects a N3IWF located in a PLMN different from the PLMN of the 3GPP access, or the UE is registered over non-3GPP and registers to a 3GPP access in a PLMN different from the PLMN of the N3IWF), the UE shall use for the registration to the PLMN associated with the new access a UE Temporary identifier only if it has got one that was received from the same PLMN. However, if the UE does not already have a UE Temporary Identifier from the PLMN to which it is attempting to register or from an equivalent PLMN, a SUPI shall be used for the new registration.
When a UE Temporary Identifier assigned during a registration procedure over 3GPP (e.g. the UE registers first over a 3GPP access) is location-specific, e.g. refers to a geographical Group Id, the same UE Temporary Identifier can be re-used over the non-3GPP access when the selected N3IWF function is in the same PLMN as the 3GPP access. When an UE Temporary Identifier is assigned during a registration procedure performed over a Non 3GPP access (e.g. the UE registers first over a non-3GPP access) refers to a non-geographical Group Id, the Temporary Identifier may not be valid for NAS procedures over the 3GPP access and during a registration procedure over the 3GPP access an AMF relocation is needed.
The deregistration request indicates whether it applies to the 3GPP access the non-3GPP access, or both.
If the UE is registered on both 3GPP and non-3GPP accesses and it is in CM-IDLE over non-3GPP access, then the UE or AMF may initiate a deregistration procedure over the 3GPP access to deregister the UE only on the non-3GPP access, in which case all the PDU sessions which are associated with the non-3GPP access shall be released.
Registration Management over Non-3GPP access is further defined in clause 5.5.2.
[bookmark: _Toc492719393]
**** Start of 8th Change ****

5.3.3.2.3	CM-CONNECTED state
A UE in CM-CONNECTED state has a NAS signalling connection with the AMF over N1. A NAS signalling connection uses an RRC connection between the UE and the NG-RAN and an N2AP UE association between the AN and the AMF for 3GPP access. A UE can be in CM-CONNECTED state without an N2AP UE association between the AN and the AMF. Upon completion of a NAS signalling procedure, the AMF may decide to release the NAS signalling connection with the UE.
In the CM-CONNECTED state, the UE shall:
-	enter CM-IDLE state whenever the AN signalling connection is released (entering RRC Idle state over 3GPP access or when the release of the UE-N3IWF connectivity over non-3GPP access is detected by the UE), see TS 38.331 [28] for 3GPP access.
In the CM-CONNECTED state, the AMF shall:
-	enter CM-IDLE state for the UE whenever the logical N2-AP signalling connection and the N3 user plane connection for this UE are released upon completion of the UE context release in the AN procedure as specified in TS 23.502.
The AMF may keep a UE in CM-CONNECTED state until the UE de-registers from the core network. See clause  5.21.1.2 for details on the state of N2AP UE association for an UE in CM-CONNECTED state.	Comment by Myungjune@LGE: Change to non-breaking space
A UE in CM-CONNECTED state can be in RRC Inactive state, see TS 38.300 [27]. When the UE is in RRC Inactive state the following applies:
-	UE reachability is managed by the RAN, with assistance information from core network;
-	UE paging is managed by the RAN.
-	UE monitors for paging with UE's CN (5G S-TMSI) and RAN identifier.
The 5GC network is not aware of the UE transitions between CM-CONNECTED with RRC Connected and CM-CONNECTED with RRC Inactive state.
Editor's note:	It is FFS if CN needs to receive notifications from RAN that may be related to RRC state transitions (e.g. related to location accuracy, reachability, etc.). The need for such notifications is to be discussed on case by case basis.
[bookmark: _Toc492719398]
**** Start of 9th Change ****

5.3.3.3.2	NAS signalling connection establishment
NAS signalling connection establishment function is provided by the UE and the AMF to establish a NAS signalling connection for a UE in CM-IDLE state. The AMF shall provide the list of recommended cells/ TAs / NG-RAN node identifiers for paging, if the NG-RAN had provided that information in an earlier UE Context Release Procedure in the AN (see clause  4.2.6 of 3GPP TS 23.502  [3]).	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
When the UE in CM-IDLE state needs to transmit an NAS message, the UE shall initiate a Service Request or a registration procedure to establish a signalling connection to the AMF as specified in TS 23.502 [3], clauses 4.2.2 and 4.2.3.
Based on UE preferences, UE subscription, UE mobility pattern and network configuration, the AMF may keep the NAS signalling connection until the UE de-registers from the network.

**** Start of 10th Change ****

[bookmark: _Toc492719399]5.3.3.3.3	NAS signalling connection Release
The procedure of releasing a NAS signalling connection is initiated by the AN node (either 5G (R)AN node or non-3GPP access node) or the AMF. The NG-RAN node may include the list of recommended cells/ TAs / NG-RAN node identifiers for paging, during the UE Context Release Procedure in the AN (see clause  4.2.6 of 3GPP TS 23.502  [3]). The AMF stores this information, if provided by the NG-RAN.	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
The UE considers the NAS signalling connection is released if it detects the AN signalling connection is released. The AMF considers the NAS signalling connection is released if it detects the N2 context is released.

**** Start of 11th Change ****

[bookmark: _Toc492719403]5.3.4.1.1	General
Mobility Restrictions restrict mobility handling or service access of a UE in the 5G System. The Mobility Restriction functionality is provided by the UE, the radio access network and the core network.
Mobility Restrictions only apply to 3GPP access, they do not apply to non-3GPP access.
Mobility Restrictions for CM-IDLE state and, for CM-CONNECTED state when in RRC Inactive state are executed by the UE based on information received from the core network. Mobility Restrictions for CM-CONNECTED state when in RRC-Connected state are executed by the radio access network and the core network.
In CM-CONNECTED state, the core network provides Mobility Restrictions to the radio access network with a Handover Restriction List.
Mobility restrictions consists of RAT restriction, Forbidden area, Service area restrictions and Core Network type restriction as follows:
-	RAT restriction:
	Defines the 3GPP Radio Access Technology(ies), a UE is not allowed to access. In a restricted RAT a UE is based on subscription not permitted to initiate any communication for this PLMN.
-	Forbidden area:
	In a Forbidden area under a given RAT, the UE is based on subscription not permitted to initiate any communication with the network for this PLMN. The UE behavior in terms of cell selection, RAT selection and PLMN selection depends on the network response that informs the UE of Forbidden area.
NOTE 1:	The UE reactions to specific network responses are described in TS 24.xxx [XX].
-	Service area restrictions:
	Defines areas in which the UE may or may not initiate communication with the network as follows:
-	Allowed area:
	In an Allowed area under a given RAT, the UE is permitted to initiate communication with the network as allowed by the subscription.
-	Non-allowed area:
	In a Non-allowed area under a given RAT a UE is service area restricted based on subscription. The UE and the network are not allowed to initiate Service Request or SM signalling to obtain user services (both in CM-IDLE and in CM-CONNECTED states). The RRC procedures while the UE is in CM-CONNECTED with RRC Inactive state are unchanged compared to when the UE is in an allowed area. The RM procedures are unchanged compared to when the UE is in an allowed area. The UE in a Non-allowed area shall respond to core network paging with Service Request and RAN paging.
-	Core Network type restriction:
	Defines whether UE is allowed to connect to 5GC for this PLMN.
NOTE 2:	The Core Network type restriction can be used e.g. in network deployments where the E-UTRAN connects to both EPC and 5GC as described in clause  5.17.	Comment by Myungjune@LGE: Change to non-breaking space
For a given UE, the core network determines the Service area restrictions based on UE subscription information. Optionally the allowed area may in addition be fine-tuned by the PCF e.g. based on UE location, PEI and network policies. Service area restrictions can be changed due to, e.g. subscription, location, PEI and/or policy change. Service area restrictions may be updated during a Registration procedure.
If the UE has overlapping areas between RAT restrictions, Forbidden areas, Allowed areas and Non-allowed areas, or any combination of them, the UE shall proceed in the following precedence order:
-	The evaluation of RAT restrictions shall take precedence over the evaluation of any other Mobility restrictions;
-	The evaluation of Forbidden areas shall take precedence over the evaluation of allowed areas and non-allowed areas; and
-	The evaluation of Non-allowed area shall take precedence over the evaluation of Allowed areas.
A UE shall override any RAT restrictions, Forbidden area and Non-allowed area restrictions whenever access to the network for regulatory prioritized services like Emergency services and MPS. Also the network shall override any non-allowed area restrictions and RAT restrictions for regulatory prioritized services like Emergency services and MPS.
[bookmark: _Toc492719406]
**** Start of 12th Change ****

5.3.4.3	Radio Resource Management functions
To support radio resource management in RAN the AMF provides the parameter 'Index to RAT/Frequency Selection Priority' (RFSP Index) to RAN across N2. The RFSP Index is mapped by the RAN to locally defined configuration in order to apply specific RRM strategies. The RFSP Index is UE specific and applies to all the Radio Bearers. Examples of how this parameter may be used by the RAN:
-	to derive UE specific cell reselection priorities to control idle mode camping.
-	to decide on redirecting active mode UEs to different frequency layers or RATs.
The AMF receives the subscribed RFSP Index (e.g., during the Registration procedure). For non-roaming subscribers, the AMF chooses the RFSP Index in use according to one of the following procedures, depending on operator's configuration:
-	the RFSP Index in use is identical to the subscribed RFSP Index, or
-	the AMF chooses the RFSP Index in use based on the subscribed RFSP Index, the locally configured operator's policies and the UE related context information available at the AMF, including UE's usage setting, if received during Registration procedures (see clause TS  23.502  [3]).	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
NOTE:	One example of how the AMF can use the "UE's usage setting," is to select an RFSP value that enforces idle mode camping on E-UTRA for a UE acting in a "Voice centric" way, in case voice over NR is not supported in the specific Registration Area and it contains NR cells. 
For roaming subscribers the AMF may alternatively choose the RFSP Index in use based on the visited network policy, but can take input from the HPLMN into account (e.g., an RFSP Index value pre-configured per HPLMN, or a single RFSP Index value to be used for all roamers independent of the HPLMN).
The RFSP Index in use is also forwarded from source to target RAN node when Xn or N2 is used for intra-NG RAN handover.
The AMF stores the subscribed RFSP Index value received and the RFSP Index value in use. During the Registration Update procedure, the AMF may update the RFSP Index value in use (e.g. the AMF may need to update the RFSP Index value in use if the UE related context information in the AMF has changed). When the RFSP Index value in use is changed, the AMF immediately provides the updated RFSP Index value in use to NG RAN node by modifying an existing UE context or by establishing a new UE context in RAN or by being configured to include the updated RFSP Index value in use in the DOWNLINK NAS TRANSPORT message if the user plane establishment is not needed. During inter-AMF mobility procedures, the source AMF forwards both RFSP Index values to the target AMF. The target AMF may replace the received RFSP Index value in use with a new RFSP Index value in use that is based on the operator's policies and the UE related context information available at the target AMF.
[bookmark: _Toc492719409]
**** Start of 13th Change ****

5.4.1.1	General
Reachability management is responsible for detecting whether the UE is reachable and providing UE location (i.e. access node) for the network to reach the UE. This is done by paging UE and UE location tracking. The UE location tracking includes both UE registration area tracking (i.e., UE registration area update) and UE reachability tracking ((i.e. UE periodic registration area update)). Such functionalities can be either located at 5GC (in case of CM-IDLE state) or NG-RAN (in case of CM-CONNECTED state).
The UE and the AMF negotiate UE reachability characteristics in CM-IDLE state during registration and registration update procedures.
Two UE reachability categories are negotiated between UE and AMF for CM-IDLE state:	Comment by Myungjune@LGE: Add blank
1.	UE reachability allowing Mobile Terminated data while the UE is CM-IDLE mode.
-	The UE location is known by the network on a Tracking Area List granularity
-	Paging procedures apply to this category.
-	Mobile originating and mobile terminated data apply in this category for both CM-CONNECTED and CM-IDLE mode.
2.	Mobile Initiated Connection Only (MICO) mode:
-	Mobile originated data applies in this category for both CM-CONNECTED and CM-IDLE mode.
-	Mobile terminated data is only supported when the UE is in CM-CONNECTED mode.
Whenever a UE enters CM-IDLE state, it starts a periodic registration timer according to the periodic registration timer value received from the AMF during a registration procedure.
The AMF allocates a periodic registration timer value to the UE based on local policies, subscription information and information provided by the UE. After the expiry of the periodic registration timer, the UE shall perform a periodic registration. If the UE moves out of network coverage when its periodic registration timer expires, the UE shall perform a registration update when it next returns to the coverage.
The AMF runs a Mobile Reachable timer for the UE. The timer is started with a value longer than the UE's periodic registration timer whenever the CM state for the UE changes to CM-IDLE. The AMF stops the Mobile Reachable timer, if the AMF moves to CM-CONNECTED state. If the Mobile Reachable timer expires, the AMF determines that the UE is not reachable.
However, the AMF does not know for how long the UE remains not reachable, thus the AMF shall not immediately de-register the UE. Instead, after the expiry of the Mobile Reachable timer, the AMF should clear the PPF flag and shall start an Implicit De-registration timer, with a relatively large value. The AMF shall stop the Implicit Deregistration timer and set the PPF flag if the AMF moves to CM-CONNECTED state.
NOTE:	the AMF considers the UE in CM-IDLE state always unreachable if the UE is in MICO mode (refer to clause 5.4.1.3).
If the PPF is not set, the AMF does not page the UE and shall reject any request for delivering DL signalling or data to this UE.
If the Implicit De-registration timer expires before the UE contacts the network, the AMF implicitly de-register the UE.
As part of deregistration for a particular access (3GPP or non-3GPP), the AMF shall request the UE's related SMF to release the PDU sessions established on that access.
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5.4.6	Core Network assisted RAN parameters tuning
Core Network assisted RAN parameters tuning aids the RAN to minimize the UE state transitions and achieve optimum network behaviour. How the RAN uses the CN assistance information is not defined in this specification.
CN assistance information may be derived by the AMF per UE in the AMF based on collection of UE behaviour statistics and/or other available information about the expected UE behaviour (such as subscribed DNN, SUPI ranges, or other information). If the communication pattern parameters of the UE is available, the AMF may use this information for selecting the CN assisted RAN parameter values. If the AMF is able to derive the Mobility Pattern of the UE (as described in clause  5.3.4.2), the AMF may take the Mobility Pattern information into account when selecting the CN assisted RAN parameter values.	Comment by Myungjune@LGE: Change to non-breaking space
The communication pattern parameters and the Mobility Pattern information are used by the AMF as input to derive the CN-assisted RAN parameter values. The communication pattern parameters can be provisioned by external party via the NEF, as described in clause  5.20. For the case of statistics-based CN assistance information collection, this may be enabled based on local configuration (e.g. subscribed DNN, SUPI ranges or other subscription information).	Comment by Myungjune@LGE: Change to non-breaking space
Editor's note:	How to provide the communication pattern by external party via the NEF is FFS.
The CN assistance information provides the RAN with a way to understand the UE behaviour for these aspects:
-	"Expected UE activity behavior", i.e. the expected pattern of the UE's changes between CM-CONNECTED and CM-IDLE states. This may be derived e.g. from the statistical information, or mobility pattern or from subscription information.
-	"Expected HO behavior", i.e. the expected interval between inter-RAN handovers. This may be derived by the AMF e.g. from statistical information, or the Mobility Pattern information of the UE or the subscription information
The AMF decides when to send this information to the RAN as "Expected UE behaviour" carried in N2 signalling over the N2 interface.
NOTE:	The calculation of the CN assistance information, i.e. the algorithms used and related criteria, and the decision when it is considered suitable and stable to send to the RAN are vendor specific.
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5.5.3.1	UE reachability in CM-IDLE
An UE cannot be paged over Untrusted Non-3GPP access.
If the UE state in the AMF is CM-IDLE for the non-3GPP access, there may be PDU sessions that were last routed over the non-3GPP access and without user plane resources. If the AMF receives a data notification from an SMF for a PDU session for which the SMF indicates that RAT Type is Non-3GPP corresponding to a UE that is CM-IDLE for non-3GPP, a network triggered service request may be performed for the UE over the 3GPP access independently of whether the UE is CM-IDLE or CM-CONNECTED over the 3GPP access if the UE is registered over 3GPP access in the same PLMN with non-3GPP access, and the AMF provides an indication that the procedure is related to pending down link data for non-3GPP access. The AMF does not include the PDU Session ID of the specific PDU session for which RAT Type is set to non-3GPP access.
NOTE:	The UE behaviour upon such network triggered service request is specified in clause 5.6.98.	Comment by Myungjune@LGE: Reference update
5.6.8 Selective activation of UP connection of existing PDU session
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[bookmark: _Toc492719429]5.6.1	Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are established upon request from the UE.
Subscription Information may include multiple DNNs and may contain a Default DNN. The UE is assigned to a default DNN if it does not provide a valid DNN in a PDU Session Establishment Request sent to the network.
Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured.
NOTE 1:	In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.
PDU sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger a specific application in the UE. When receiving that trigger message, the UE shall pass it to the identified application in the UE. The identified application in the UE may establish a PDU Session to a specific DNN, see clause 4.4.5.
SMF may support PDU sessions for LADN (Local Area Data Network) where the access to a DN is only available in a specific LADN service area. This is further defined in clause  5.6.5.	Comment by Myungjune@LGE: Change to non-breaking space
The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose, it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN and, if applicable, per S-NSSAI:
-	The allowed PDU session Types and the default PDU session Type.
-	The allowed SSC modes and the default SSC mode.
-	QoS Information (refer to clause  5.7):  the subscribed Session-AMBR, Default 5QI and Default ARP	Comment by Myungjune@LGE: Change to non-breaking space
An UE that is registered over multiple accesses chooses over which access to establish a PDU session.
Editor's note:	The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.
NOTE 2:	In this release, at a given time, a PDU session is routed over only a single access network.
An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.
In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Identifier. PDU session ID is unique per UE and is the identifier used to uniquely identify one of an UE's PDU sessions. PDU session ID shall be stored in the UDM to support handover between 3GPP and non-3GPP access when different PLMNs are used for the two accesses. The UE may also provide:
-	A PDU session Type.
-	S-NSSAI.
-	The DNN (Data Network Name).
-	The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).
Table 5.6.1-1: Attributes of a PDU session
	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	S-NSSAI
	No
	(Note 1)(Note 2)


	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)
The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	NOTE 1:	If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types
NOTE 2:	S-NSSAI and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 6.3.2.



An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.
An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.
A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.
NOTE 3:	User Plane resources for PDU sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, can be deactivated by the network decision when a UE moves into a Non-allowed area from an Allowed area.
NOTE 4:	The handling if the UE goes out of the SMF service area is not specified in this release.

**** Start of 17th Change ****


[bookmark: _Toc492719430]5.6.2	Interaction between AMF and SMF
The AMF and SMF are separate Network Functions.
N1 related interaction with SMF is as follows:
-	The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF based on the PDU session ID in the NAS message. Further SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.
-	The serving PLMN ensures that for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) further SM NAS exchanges (e.g. SM NAS message responses) are transported over the same access.
-	SMF handles the Session management part of NAS signalling exchanged with the UE.
-	The UE may request registration and PDU session establishment at the same time. Otherwise, the UE shall only initiate PDU session establishment in RM-REGISTERED state.
-	When a SMF has been selected to serve a specific PDU session, AMF has to ensure that all NAS signalling related with this PDU session is handled by the same SMF instance.
-	Upon successful PDU session establishment, the SMF stores the Access Type that the PDU session is associated.
N11 related interaction with SMF is as follows:
-	The AMF reports the reachability of the UE based on a subscription from the SMF, including:
-	the UE location with respect to the area of interest indicated by the SMF (e.g. the LADN service area).
-	The SMF indicates to AMF when a PDU session has been released.
-	Upon successful PDU session establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE including the AMF set. When trying to reach the AMF serving the UE, the SMF may need to apply the behaviour described for "the other CP NFs" in clause  5.21.	Comment by Myungjune@LGE: Change to non-breaking space
N2 related interaction with SMF is as follows:
-	Some N2 signalling (such as Handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF. The AMF may forward the SM N2 signalling towards the corresponding SMF based on the PDU session ID in N2 signalling.
N3 related interaction with SMF is as follows:
-	In case of UE having multiple established PDU sessions using multiple UPFs, the SMF supports the independent activation of UE-CN user plane connection per PDU session.
N4 related interaction with SMF is as follows:
-	The SMF(s) supports the end-to-end control functions on PDU sessions (including any N4 interface to control the UPF(s)).
-	When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF interacts with the AMF to initiate Network Triggered Service Request procedure. In this case, if the SMF is aware that the UE is unreachable or if the UE is reachable only for regulatory prioritized service and the PDU session is not for regulatory prioritized service, then the SMF shall not inform DL data notification to the AMF
In order to support charging data collection and to fulfill regulatory requirement (in order to provide NPLI - Network Provided Location Information- as defined in TS 23.228 [15])  related with with the set-up, modification and release of IMS Voice calls or with SMS transfer  the following applies 
At the time of the establishment of a PDU session, the AMF provides the SMF with the PEI of the UE if the PEI is available at the AMF. 
When it forwards UL NAS or N2 signalling to a peer NF (e.g. to SMF or to SMSF) or during the activation of  the user Plane of a PDU session, the AMF provides any User Location Information it has received from the 5G AN as well as the access type  (3GPP – Non 3GPP) of the AN over which it has received the UL NAS or N2 signalling. The AMF provides also the corresponding UE Time Zone.
The User Location Information, the the access type  and the UE Time Zone may be further exposed by SMF. The PCF  may get this information  in order to provide NPLI to applications (such as IMS) that have requested it.
The  User Location Information may correspond to 
-	in case of a 5G-RAN: a Cell-Id.
in case of a N3IWF: an UE local IP address (used to reach the N3IWF) and optionally UDP or TCP source port number (if NAT is detected).
The AMF is responsible of selecting the SMF per procedures described in clause  6.3.2. For this purpose, it gets subscription data from the UDM that are defined in that clause. Furthermore, it retrieves the subscribed UE-AMBR from the UDM to send it to the (R)AN as defined in clause  5.7.2	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
AMF-SMF interactions to support LADN are defined in clause  5.6.5.	Comment by Myungjune@LGE: Change to non-breaking space
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5.6.5	Support for local area data network
The access to a DN via a PDU session for a LADN (Local Area Data Network) is only available in a specific LADN service area. A LADN service area is a set of Tracking Areas. 5GC shall provide support for the UEs to be made aware of the availability of a LADN based on the UE location.
For LADNs, the AMF provides to the UE the LADN information about the LADN availability, and the AMF tracks and informs the SMF whether the UE is located in the LADN service area (i.e. the area of availability of the LADN).
The LADN Information is configured in the AMF on a per DN basis, i.e. for different UEs accessing the same LADN, the configured LADN service area is the same regardless of other factors (e.g. UE's Registration Area).
LADN Information provided to the UE by the AMF consists of LADN DNN and LADN service area information availability to the UE. The LADN service area information provided to the UE during the registration procedure includes a set of Tracking Areas that belong to the current Registration Area of the UE (i.e. the intersection of the LADN service area and the current Registration Area). The AMF does not create Registration Area based on the availability of LADNs.
NOTE  1:	It is thus possible that the LADN service area information sent by the AMF to the UE contains only a sub-set of the full LADN service area as the LADN service area can contain TA(s) outside of the registration area of the UE	Comment by Myungjune@LGE: Change to hard space
Editor's note:	additional levels of granularity are FFS.
When the UE performs a successful (Re)registration procedure, the AMF may provide to the UE, based on local configuration information (e.g. via OAM) about LADN Information, UE location, UE subscription information received from the UDM about LADN DNNs that is subscribed by the UE, or policies provided by PCF, the LADN Information for the LADNs available to the UE in that RA in the (Re)registration response message.	Comment by Myungjune@LGE: Add comma
When the LADN information for the UE in the 5GC is changed, the AMF may update LADN information to the UE through UE Configuration Update procedure as described in clause 4.2.4 in TS 23.502 [3].	Comment by Myungjune@LGE: Add reference
Based on the LADN Availability information in the UE, the UE may request a PDU session establishment for an available LADN when the UE is located in the LADN service area. The UE should not request a PDU session for a LADN when the UE is located outside the LADN service area, and the SMF shall reject any such requests. The UE shall not trigger Service Request for the establishment of user plane for an LADN when the UE is located out of LADN service area, and the SMF shall reject the establishment of user plane for the LADN PDU session.
The SMF subscribes to "UE location notification" as described in clause  5.6.11. Based on the UE location information received from AMF, the SMF may decide:	Comment by Myungjune@LGE: Change to non-breaking space
-	whether the Network triggered Service request should be triggered for a LADN PDU session without active UP connection.
-	to release the PDU session, or
-	to deactivate the user plane connection for the PDU session and maintain the PDU session. The network may at any time, based on network policies, release the PDU session. The SMF may also request the UPF to discard downlink data for the PDU sessions and/or not send out Data Notification message to the SMF.
This decision may be influenced by local policies.
After the UE is paged and the UE triggers a service request procedure as described in clause  4.2.3.4 in TS  23.502  [3], if the SMF determines that the UE is out of the service area of the LADN based on the latest UE location received from the AMF, the SMF rejects the establishment of user plane for the LADN PDU session.	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
NOTE 2:	In this case, the Service request of UE can still be successful regardless whether the establishment of user plane of the LADN PDU session is rejected or not.
Editor's note:	It is FFS how to tell the UE that UP activation has been rejected due to LADN service area restriction
Upon leaving the LADN service area, the UE need not release the LADN PDU session, unless the UE receives an explicit PDU session release request from the network.
The SMF shall not trigger user plane re-establishment for a PDU session corresponding to an LADN if the SMF is aware that the UE is outside the area of availability of the LADN.
When the AMF detects that the UE has returned to the LADN service area, the AMF, based on the SMF subscription to an area of interest corresponding to a LADN, informs the SMF. If the SMF or UPF has pending DL data the SMF performs a Network Triggered Service Request to establish the User Plane(s) for the PDU sessions, otherwise the SMF will inform the UPF to resume sending DL data notifications to the SMF in case of DL data.
In this release, LADNs apply only to 3GPP accesses.

**** Start of 19th Change ****

[bookmark: _Toc492719437]5.6.6	Secondary authentication/authorization by a DN-AAA server during the establishment of a PDU session
At the establishment of a PDU Session to a DN:
-	The DN-specific identity (TS 33.501 [29]) of a UE may be authenticated/authorized by the DN.	Comment by Myungjune@LGE: Add non-breaking space
NOTE 1: the DN-AAA server may belong to the 5GC or to the external data network.	Comment by Myungjune@LGE: numbering
-	If the UE provides authentication/authorization information corresponding to a DN-specific identity during the establishment of the PDU session, and the SMF determines that authentication/authorization of the PDU session establishment is required based on the SMF policy associated with the DN, the SMF passes the authentication/authorization information of the UE to the DN via the UPF. If the SMF determines that authentication of the PDU session establishment is required but the UE has not provided authentication/authorization information, then the SMF rejects the PDU session establishment.
-	The DN AAA server may authenticate/authorize the PDU session establishment.
-	When DN AAA server authorizes the PDU session establishment, it may send DN authorization data for the established PDU session to the SMF. The DN authorization data for the established PDU session may include
-  either a reference to a locally configured authorization data in the SMF or 
-  PDU Session AMBR
Such DN authentication and/or authorization takes place for the purpose of PDU session authorization in addition to:
-	The 5GC access authentication handled by AMF and described in clause 5.2.
-	The PDU session authorization enforced by SMF with regard to subscription data retrieved from UDM.
Based on local policies the SMF may initiate DN authentication and/or authorization at PDU session establishment.
The UE provides over NAS SM information required to support user authentication by the DN.
NOTE 12:	The way for the UE to acquire such information is not defined.	Comment by Myungjune@LGE: numbering
When SMF adds an PDU session anchor (such as defined in clause 5.6.4) to a PDU session DN authentication and / or authorization is not carried out, but SMF policies may require SMF to notify the DN when a new prefix or address has been added to or removed from a PDU session.
Indication of PDU session establishment rejection is transferred by SMF to the UE via NAS SM.
If the DN-AAA sends DN authorization data for the established PDU session to the SMF and dynamic PCC applies to the PDU session, the SMF requests the PCF to validate the DN authorization data for the established PDU session. If the DN-AAA does not send DN authorization data for the established PDU session, the SMF may use locally configured information.
At any time, a DN AAA server may revoke the authorization for a PDU session.

**** Start of 20th Change ****

[bookmark: _Toc492719438]5.6.7	Application Function influence on traffic routing
The content of this clause applies to non-roaming and to LBO deployments i.e. to cases where the involved entities (AF, PCF, SMF, UPF) belong to the VPLMN or (AF) to a third party with which the VPLMN has an agreement. Application Function influence on traffic routing does not apply in case of Home Routed deployments. PCF shall not apply AF requests targeting "all users" to PDU sessions established in Home Routed mode.
An Application Function (AF) may send requests to influence SMF routeing decisions for traffic of PDU session. The AF requests may influence UPF (re)selection and allow routeing user traffic to a local access to a Data Network (identified by a DNAI)
The Application Function may issue requests on behalf of applications not owned by the PLMN serving the UE.
If the operator does not allow an Application Function to access the network directly, the Application Function shall use the NEF to interact with the 5GC, as described in clause 6.2.10.
The Application Function may be in charge of the (re)selection or relocation of the applications within the local DN. Such functionality is not defined. For this purpose, the AF may request to get notified about events related with PDU sessions.
The AF requests are sent to the PCF via N5 (in case of requests regarding on-going PDU sessions of individual UEs, for an AF allowed to interact directly with the 5GC NFs) or via the NEF. Requests that target multiple UE(s) are sent via the NEF and may target multiple PCF(s). The PCF(s) transform(s) the AF requests into policies that apply to PDU sessions. When the AF has subscribed to UP path management event notifications from SMF(s), such notifications are sent either directly to the AF or via an NEF (without involving the PCF)
The PCF may also subscribe to such notifications.
Such AF requests may contain at least:
1)	Information to identify the traffic to be routed. The traffic can be identified in the AF request by
-	Either a DNN and possibly slicing information (S-NSSAI) or an AF-Service-Identifier
	When the AF provides an AF-Service-Identifier i.e. an identifier of the service on behalf of which the AF is issuing the request, the 5G Core maps this identifier into a target DNN and slicing information (S-NSSAI)
	When the NEF process the AF request the AF-Service-Identifier may be used to authorize the AF request.
-	an application identifier or traffic filtering information (e.g. 5 Tuple). The application identifier refers to an application handling UP traffic and is used by the UPF to detect the traffic of the application
2)-	Information about the N6 traffic routing requirements for traffic identified as defined in 1). This is provided implicitly by reference, in the form of a list of routing profile IDs, corresponding each to a DNAI, if the details of the N6 routing requirements are preconfigured in the 5GC. Otherwise, it is provided explicitly by value, in the form of a list of DNAIs and associated N6 traffic routing information. Based on the information about the N6 traffic routing requirements the PCF determines traffic steering policy IDs sent to SMF that each corresponds to a steering behaviour which is preconfigured on the SMF or UPF.
NOTE 1:	The N6 traffic routing requirements are related to the mechanism enabling traffic steering in the local access to the DN. They are expected to correspond to local rules configured in the UPFs in order to support traffic steering. The routing profile IDs refer to a pre-agreed policy between the AF and the 5GC. This policy may refer to different steering policy ID(s) sent to SMF and e.g. based on time of the day etc.
NOTE 2:	The mechanisms enabling traffic steering in the local access to the DN are not defined.
3)-	Potential locations of applications towards which the traffic routing should apply. The potential location of application is expressed as a list of DNAI(s). If the AF interacts with the PCF via the NEF, the NEF may map the AF-Service-Identifier information to a list of DNAI(s). The DNAI(s) may be used for UPF (re)selection.
4)-	Information on the UE(s) whose traffic is to be routed. This may correspond to
-	Individual UEs identified using either an External Identifier as defined in TS  23.682  [36], or a MSISDN as described in TS  23.003  [19], or an IP address/Prefix,	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
-	groups of UEs identified by an External Group Identifier as defined in TS  23.682 [36] when the AF interacts via the NEF, or Internal-Group Identifier (see clause  5.9.7) when the AF interacts directly with the PCF.	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
-	any UE the request applies to any UE accessing the combination of DNN, S-NSSAI and DNAI(s).
	In case of PDU session type is IPv4 or IPv6, when the AF provides an IP address/Prefix this allows the PCF to identify the PDU session for which this request applies and the AF request applies only to the current PDU session of an UE. In this case, additional information such as the UE identity may also be provided to help the PCF to identify the correct PDU session.
	Otherwise the request shall apply to any existing or future PDU session that matches the parameters in the AF request.
	When the AF request targets any UE or a group of UE, the AF request is likely to influence multiple PDU sessions possibly served by multiple SMFs and PCFs.
	When the AF request targets a group of UE it provides one or several group identifiers in its request. The group identifiers provided by the AF are mapped to Internal-Group identifiers. Members of the group have this Group Identifier in their subscription. The Internal-Group Identifier is stored in UDM, retrieved by SMF from UDM and passed by SMF to PCF at PDU session set-up. The PCF can then map the AF requests with user subscription and determine whether an AF request targeting a Group of users applies to a PDU session.
5)-	Information on when (temporal validity condition) the traffic routing is to apply.
NOTE 4 3:	This allows to provide an expiry time for the AF request.	Comment by Myungjune@LGE: Change to non-breaking space, numbering
6)-	Information on where (spatial validity condition) the UE(s) are to be when the traffic routing applies. This is provided in the form of area(s) of interest. If the AF interacts with the PCF via the NEF, it may provide a list of geographic zone identifier(s) and the NEF maps the information to areas of interest based on pre-configuration.
7)-	AF subscription to following events:
-	Early and/or late notifications about UP path management events: A change of DNAI for the UPF serving the UE. The corresponding notification about a change from source DNAI to target DNAI sent by the SMF to the AF includes type of notification (i.e. early notification or late notification), the Identity of the source and/or target DNAI, the IP address/prefix of the UE, the UE identity information (e.g. either an External Identifier or a MSISDN) and the N6 routing information related to the 5GC UP. The UE identify information and the N6 routing information related to the 5GC UP are optional if the PDU session type is IP. The nature of the N6 traffic routing information related to the 5GC UP is described in clause  5.6.10..	Comment by Myungjune@LGE: Change to non-breaking space
	The subscription can be for early notification and/or late notification. In case of a subscription for early notification, the SMF sends the notification before executing the UPF (re)selection. In case of a subscription for late notification, the SMF sends the notification when the UPF (re)selection has completed.
8)	An AF transaction identifier referring to the AF request. This allows the AF to update or remove the AF influence request.
An Application Function may send requests to influence SMF routeing decisions, for event subscription or for both.
The PCF, based on information received from the AF, operator's policy, etc. authorizes the request received from the application function and determines the traffic steering policy. The traffic steering policy indicates the list of suitable traffic steering policy IDs configured in SMF and if the N6 routing information associated to the application is explicitly provided by the AF, the N6 routing information. The traffic steering policy IDs are related to the mechanism enabling traffic steering to the DN.
The DNAIs are related to the information considered by SMF for UPF selection, e.g. for diverting (locally) some traffic matching traffic filters provided by the PCF.
The PCF acknowledges the request to the AF or to the NEF.
For PDU session that corresponds to the AF request, the PCF provides the SMF with PCC rules that may contain information about the DNAI(s) towards which the traffic routing should apply and/or a list of traffic steering policy IDs and/or information on AF subscription to SMF events. If the N6 routing information associated to the application is explicitly provided in the AF request, the PCF also provides the N6 routing information to the SMF as part of PCC rules. This is done by providing policies at PDU-CAN session set-up or by initiating a PDU-CAN Session Modification procedure. The PCF evaluates the temporal validity condition of the AF request and informs the SMF to activate or deactivate the corresponding PCC rules according to the evaluation result.
Editor's note:	whether spatial validity conditions are resolved at the PCF or the SMF is FFS.
When the PCC rules are activated, the SMF may, based on local policies, take the information in the PCC rules into account to:
-	(re)select UPF(s) for PDU sessions. The SMF is responsible for handling the mapping between the UE location (TAI / Cell-Id) and DNAI(s) associated with UPF and applications and of the selection of the UPF(s) that serve a PDU session. This is described in clause 6.3.3.
-	activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules and the associated N6 routing information if the N6 routing information is part of the PCC rules.
-	inform the Application Function of the (re)selection of the UP path (change of DNAI).
The SMF receives PCC rules that contain a (list of) DNAI(s) from the PCF.

**** Start of 21th Change ****

[bookmark: _Toc492719439]5.6.8	Selective activation of UP connection of existing PDU session
This clause  applies to the case when a UE has multiple established PDU sessions. The activation of UP connection of existing PDU session causes UE-CN User Plane connection (i.e. data radio bearer and N3 tunnel) for the PDU session to be activated.	Comment by Myungjune@LGE: Change to space
For the UE in the CM-IDLE state in 3GPP access, either UE or network-triggered Service Request procedure may support independent activation of UP connection of existing PDU session. For the UE in the CM-IDLE state in non-3GPP access, UE-triggered Service Request procedure allows the re-activation of UP connection of existing PDU sessions, but the re-activation only applies for all non-3GPP associated PDU sessions.
An UE in the CM-CONNECTED state invokes a Service Request (see TS 23.502 [3] clause 4.2.3.3) procedure to request the independent activation of the UP connection of existing PDU sessions.
Network-triggered re-activation of UP connection of existing PDU sessions is handled as follows:
-	If the UE is already CM-CONNECTED on the access (3GPP, non-3GPP) associated to the PDU session in the SMF, the network may re-activate the UP connection of a PDU session using a Network Initiated Service Request procedure.
Otherwise:
-	If the UE is registered in both 3GPP and non-3GPP accesses and is in CM-IDLE in non-3GPP access, the UE can be paged or notified through the 3GPP access for a PDU session associated in the SMF (i.e. last routed) to the 3GPP access or to the non-3GPP access:
-	If the UE is in CM-IDLE in 3GPP access, the paging message may include the access associated to the PDU session in the SMF. The UE, upon reception of the paging message, shall reply to the 5GC via the 3GPP access using the NAS Service Request message, which shall contain the list of PDU sessions associated with the received access whose UP connections can be re-activated over 3GPP (i.e. does not contain the PDU sessions whose UP connections cannot be re-activated on 3GPP based on UE policies). If the PDU session for which the UE has been paged is in the list of the PDU sessions provided in the NAS Service Request, the 5GC shall re-activate the PDU session UP connection over 3GPP access;
-	If the UE is in CM-CONNECTED in 3GPP access, the notification message may include the PDU session ID. The UE, upon reception of the notification message, shall reply to the 5GC via the 3GPP access using the NAS Service Request message, which shall contain an indication on whether the PDU session UP connection can be re-activated over 3GPP.
NOTE:	A UE that is in a coverage of a non-3GPP access and has PDU Session(s) that are associated in the UE (i.e. last routed) to non-3GPP access, is assumed to attempt to connect to it without the need to be paged.
-	If the UE is registered in both 3GPP and non-3GPP accesses served by the same AMF and is in CM-IDLE in 3GPP access and is in CM-CONNECTED in non 3GPP access, the UE can be notified through the non-3GPP for a PDU session associated in the SMF (i.e. last routed) to the 3GPP access. The notification message includes the PDU session ID. Upon reception of the notification message, when 3GPP access is available, the UE shall reply to the 5GC via the 3GPP access using the NAS Service Request message.
The deactivation of UP connection of existing PDU session causes UE-CN User Plane connection (i.e. data radio bearer and N3 tunnel) for the PDU session to be deactivated. The UP connection of different PDU sessions can be deactivated independently.

**** Start of 22th Change ****

[bookmark: _Toc492719441]5.6.9.1	General
The support for session and service continuity in 5G system architecture enables to address the various continuity requirements of different applications/services for the UE. The 5G system supports different session and service continuity (SSC) modes defined in this clause. The SSC mode associated with a PDU session does not change during the lifetime of a PDU session. The following three modes are specified with further details provided in the next clause:	Comment by Myungjune@LGE: Remove highlight
-	With SSC mode 1, the network preserves the connectivity service provided to the UE. For the case of PDU session of IPv4 or IPv6 type, the IP address is preserved.
-	With SSC mode 2, the network may release the connectivity service delivered to the UE and release the corresponding PDU session. For the case of IPv4 or IPv6 type, the network may release IP address(es) that had been allocated to the UE.
-	With SSC mode 3, changes to the user plane can be visible to the UE, while the network ensures that the UE suffers no loss of connectivity. A connection through new PDU session anchor point is established before the previous connection is terminated in order to allow for better service continuity. For the case of IPv4 or IPv6 type, the IP address is not preserved in this mode during relocation of the anchor.
NOTE:	In this Release, the addition/removal procedure of additional PDU session anchor in a PDU session for local access to a DN is independent from the SSC mode of the PDU session.
[bookmark: _Toc492719448]
**** Start of 23th Change ****

5.6.10.1	Support of IP PDU session type
The IP address allocation is defined in clause  5.8.1.	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Add full stop

**** Start of 24th Change ****

[bookmark: _Toc492719449]5.6.10.2	Support of Ethernet PDU session type
For a PDU session set up with the Ethernet PDU session type, the SMF and the UPF acting as PDU session anchor can support specific behaviours related with the fact the PDU session carries Ethernet frames.
Neither a MAC nor an IP address is allocated by the 5GC to the UE for this PDU session. The UPF shall store the MAC addresses, received from the UE, and associate those with the appropriate PDU session.
NOTE 1:	The UE may operate in bridge mode with regard to a LAN it is connecting to the 5GS, thus different MAC addresses may be used as source address of different frames sent UL over a single PDU session (and destination MAC address of different frames sent DL over the same PDU session)
NOTE 2:	Entities on the LAN connected to the 5GS by the UE may be allocated an IP address by the DN but this is not defined
NOTE 3:	In this release, only the UE connected to the 5GS is authenticated, not the devices behind such UE
Different Frames exchanged on a PDU session of Ethernet type may be served with different QoS over the 5GS. Thus, the SMF may provide to the UPF traffic filters based on the Ethernet frame structure. This is further defined in clauses  5.7 and 5.8.2.	Comment by Myungjune@LGE: Change to non-breaking space
[bookmark: _Toc492719454]
**** Start of 25th Change ****

5.7.1.1	QoS Flow
The 5G QoS model supports a QoS flow based framework. The 5G QoS model supports both QoS flows that require guaranteed flow bit rate and QoS flows that do not require guaranteed flow bit rate. The 5G QoS model also supports reflective QoS (see clause 5.7.5).
The QoS flow is the finest granularity of QoS differentiation in the PDU session. A QoS Flow ID (QFI) is used to identify a QoS flow in the 5G system. User Plane traffic with the same QFI within a PDU session receives the same traffic forwarding treatment (e.g. scheduling, admission threshold). The QFI is carried in an encapsulation header on N3 (and N9) i.e. without any changes to the e2e packet header. It can be applied to PDUs with different types of payload, i.e. IP packets, unstructured PDUs and Ethernet frames. The QFI shall be unique within a PDU session.
NOTE 1:	Policing of User Plane traffic (e.g. MFBR enforcement) is not regarded as QoS differentiation and is done by UPFs on an SDF level granularity.	Comment by Myungjune@LGE: Remove numbering
Within the 5GS, QoS flows are controlled by the SMF at PDU session establishment or at QoS flow establishment/modification.
When applicable, any QoS Flow is characterised by:
-	A QoS profile provided by the SMF to the AN via the AMF over the N2 reference point or preconfigured in the AN;
-	One or more network-provided QoS rule(s) provided by the SMF to the UE via the AMF over the N1 reference point and/or one or more UE derived QoS rule(s); and
-	SDF Classification and QoS related information (e.g. Session-AMBR) provided by the SMF to the UPF over the N4 reference point.

**** Start of 26th Change ****

[bookmark: _Toc492719455]5.7.1.2	QoS Profile
A QoS Flow may either be 'GBR' or 'Non-GBR' depending on its QoS profile. The QoS profile of a QoS flow contains QoS parameters of this flow as described below (details of QoS parameters are described in clause  5.7.2):	Comment by Myungjune@LGE: Change to non-breaking space
-	For each QoS flow, the QoS profile shall include QoS parameters:
-	A 5G QoS Identifier (5QI); and.
-	An Allocation and Retention Priority (ARP).
-	In case of a GBR QoS flow only, the QoS parameters shall also include:
-	Guaranteed Flow Bit Rate (GFBR) - UL and DL;
-	Maximum Flow Bit Rate (MFBR) - UL and DL; and
-	Notification control.
The 5QI value may indicate that a QoS flow have signalled QoS characteristics, and if so, the QoS characteristics are included in the QoS profile. Details of QoS characteristics are described in clause  5.7.3.	Comment by Myungjune@LGE: Change to non-breaking space
[bookmark: _Toc492719457]
**** Start of 27th Change ****

5.7.1.4	QoS Rules
The UE performs the classification and marking of UL User plane traffic, i.e. the association of uplink traffic to QoS flows, based on QoS rules. These rules may be explicitly provided to the UE (at PDU Session establishment or QoS flow establishment), pre-configured in the UE or implicitly derived by UE by applying reflective QoS. A QoS rule contains a QoS rule identifier which is unique within the PDU session, the QFI of the associated QoS flow, one or more packet filters and a precedence value. Additionally, for an assigned QFI, the QoS rule contains the QoS parameters relevant to the UE (e.g. 5QI, GBR and MBR). There can be more than one QoS rule associated with the same QoS Flow (i.e. with the same QFI).
NOTE 4:	In case of non-standardized 5QI, the SMF also provides related QoS characteristics defined by the operator	Comment by Myungjune@LGE: Remove numbering
A default QoS rule is required for every PDU session. The default QoS rule is the only QoS rule of a PDU session that may contain no packet filter (in this case, the highest precedence value (i.e. lowest priority) has to be used). If the default QoS rule does not contain a packet filter, the default QoS rule defines the treatment of packets that do not match any other QoS rule in a PDU session.
Editor's note:	It is FFS whether there, in addition, is a need for pre-authorized QoS rules be provided to the UE.
[bookmark: _Toc492719458]
**** Start of 28th Change ****

5.7.1.5	QoS flow mapping
The SMF performs the binding of SDFs to QoS flows based on the QoS and service requirements of the SDF (e.g. the received PCC rules). The SMF assigns the QFI for a new QoS flow and derives its QoS profile from the information provided by the PCF. When applicable, the SMF provides the QFI together with the QoS profile to the (R)AN. The SMF provides the SDF template (i.e. the set of packet filters associated with the SDF received from the PCF) together with the SDF precedence, the QoS related information, and the corresponding packet marking information, i.e. the QFI, the DSCP value and optionally the Reflective QoS Indication to the UPF enabling classification, bandwidth enforcement and marking of User Plane traffic. When applicable, the SMF generates the QoS rule(s) for the PDU Session corresponding to the SDF(s) by allocating QoS rule identifiers, which are unique within the PDU session adding the QFI of the QoS flow the SDF is bound to, setting the packet filter(s) to the UL part of the SDF template and setting the QoS rule precedence to the SDF precedence. The QoS rules are then provided to the UE enabling classification and marking of UL User Plane traffic.
Editor's note:	Some applications, e.g. IMS, require also the DL part of the SDF template in the QoS rule. Whether the DL of the SDF template has to be sent for every QoS rule is FFS.
The principle for classification and marking of User Plane traffic and mapping of QoS Flows to AN resources is illustrated in Figure  5.7.1.5-1.	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Update figure number



Figure 5.7.1.5-1: The principle for classification and User Plane marking for QoS Flows and mapping to AN Resources	Comment by Myungjune@LGE: Update figure number
In DL, incoming data packets are classified by the UPF based on SDF templates according to their SDF precedence, (without initiating additional N4 signalling). The UPF conveys the classification of the User Plane traffic belonging to a QoS flow through an N3 (and N9) User Plane marking using a QFI. The AN binds QoS flows to AN resources (i.e. Data Radio Bearers of in case of 3GPP RAN). There is no strict 1:1 relation between QoS flows and AN resources. It is up to the AN to establish the necessary AN resources to map the QoS flows to.
If no match is found and all QoS flows are related with one or more downlink packet filters, the UPF shall discard the downlink data packet.
In UL, the UE evaluates UL packets against the packet filters in the QoS rules based on the precedence value of QoS rules in increasing order until a matching QoS rule (i.e. whose packet filter matches the UL packet) is found. The UE uses the QFI in the corresponding matching QoS rule to bind the UL packet to a QoS Flow. The UE then binds QoS flows to AN resources.
If no match is found and the default QoS rule contains one or more uplink packet filters, the UE shall discard the uplink data packet.

**** Start of 29th Change ****

[bookmark: _Toc492719459]5.7.1.6	DL traffic
The following characteristics apply for processing of Downlink traffic:
-	UPF maps User Plane traffic to QoS flows based on the SDF templates
-	UPF performs Session-AMBR enforcement and counting of packets for support of charging.
-	UPF transmits the PDUs of the PDU session in a single tunnel between 5GC and (R)AN, the UPF includes the QFI in the encapsulation header. In addition, UPF may include an indication for reflective QoS activation in the encapsulation header.
-	UPF performs transport level packet marking in downlink, e.g. setting the DiffServ Code point in outer IP header. Transport level packet marking may be based on the 5QI and ARP of the associated QoS flow.
-	(R)AN maps PDUs from QoS flows to access-specific resources based on the QFIand the associated 5G QoS characteristics and parameters, also taking into account the N3 tunnel associated with the downlink packet.
NOTE 1:	Packet filters are not used for the mapping of QoS flows onto access-specific resources in (R)AN.	Comment by Myungjune@LGE: Remove numbering
-	If reflective QoS applies, the UE creates a new derived QoS rule. The packet filter in the derived QoS rule is derived from the (i.e. the header of the) DL packet, and the QFI of the UE derived QoS rule is set according to the QFI of the DL packet.
[bookmark: _Toc492719461]
**** Start of 30th Change ****

5.7.1.8	SDF Classification and QoS related information
For UL Classifier PDU sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the UL Classifier functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).
For multi-homed PDU sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the Branching Point functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).
NOTE 1:	The DL Session-AMBR is enforced in every UPF terminating the N6 interface to reduce unnecessary transport of traffic which may be discarded by the UPF performing the UL Classifier/Branching Point functionality due to the amount of the downlink traffic for the PDU session exceeding the DL Session-AMBR. Discarding DL packets in the UL Classifier/Branching Point could cause erroneous PDU counting for support of charging	Comment by Myungjune@LGE: Remove numbering
The (R)AN shall enforce Max BitRate (UE-AMBR) limit in UL and DL per UE for non-GBR QoS flows. The UE shall perform UL rate limitation on PDU Session basis for non-GBR traffic using Session-AMBR, if the UE receives a session-AMBR.
Rate limit enforcement per PDU session applies for flows that do not require guaranteed flow bit rate. MBR per SDF is mandatory for GBR QoS flows but optional for non-GBR QoS flows. The MBR is enforced in the UPF.
The QoS control for Unstructured PDUs is performed at the PDU session level and in this release of the specification there is only support for maximum of one 5G QoS Flow per PDU session of Type Unstructured.
When a PDU session is set up for transferring unstructured PDUs, SMF provides the QFI which will be applied to any packet of the PDU session to the UPF and UE.

[bookmark: _Toc492719463]**** Start of 31th Change ****

5.7.2.1	5QI
A 5QI is a scalar that is used as a reference to 5G QoS characteristics defined in clause 5.7.4, i.e. access node-specific parameters that control QoS forwarding treatment for the QoS flow (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).
Standardized 5QI values have one-to-one mapping to a standardized combination of 5G QoS characteristics as specified in Table  5.7.4-1.	Comment by Myungjune@LGE: Change to non-breaking space
[bookmark: _Hlk492308227]The 5G QoS characteristics for pre-configured 5QI values are pre-configured in the AN. The 5G QoS characteristics for dynamically assigned 5QI values are signalled as part of the QoS profile or QoS rule.
NOTE 1:	On N3, each PDU (i.e. in the tunnel used for the PDU session) is associated with one 5QI via the QFI carried in the encapsulation header.	Comment by Myungjune@LGE: Remove numbering

**** Start of 32th Change ****

[bookmark: _Toc492719464]5.7.2.2	ARP
The QoS parameter ARP contains information about the priority level, the pre-emption capability and the pre-emption vulnerability. The priority level defines the relative importance of a resource request. This allows deciding whether a new QoS flow may be accepted or needs to be rejected in case of resource limitations (typically used for admission control of GBR traffic). It may also be used to decide which existing QoS flow to pre-empt during resource limitations.
The range of the ARP priority level is 1 to 15 with 1 as the highest level of priority. The pre-emption capability information defines whether a service data flow may get resources that were already assigned to another service data flow with a lower priority level. The pre-emption vulnerability information defines whether a service data flow may lose the resources assigned to it in order to admit a service data flow with higher priority level. The pre-emption capability and the pre-emption vulnerability shall be either set to 'yes' or 'no'.
The ARP priority levels 1-8 should only be assigned to resources for services that are authorized to receive prioritized treatment within an operator domain (i.e. that are authorized by the serving network). The ARP priority levels 9-15 may be assigned to resources that are authorized by the home network and thus applicable when a UE is roaming.
NOTE 1:	This ensures that future releases may use ARP priority level 1-8 to indicate e.g. emergency and other priority services within an operator domain in a backward compatible manner. This does not prevent the use of ARP priority level 1-8 in roaming situation in case appropriate roaming agreements exist that ensure a compatible use of these priority levels.	Comment by Myungjune@LGE: Remove numbering
[bookmark: _Toc492719473]
**** Start of 33th Change ****

5.7.3.3	Packet Delay Budget
The Packet Delay Budget (PDB) defines an upper bound for the time that a packet may be delayed between the UE and the UPF that terminates the N6 interface. For a certain 5QI the value of the PDB is the same in uplink and downlink. In the case of 3GPP access, the PDB is used to support the configuration of scheduling and link layer functions (e.g. the setting of scheduling priority weights and HARQ target operating points). The PDB shall be interpreted as a maximum delay with a confidence level of 98 percent.
NOTE 1:	The PDB denotes an end-to-end "soft upper bound".	Comment by Myungjune@LGE: Remove numbering
[bookmark: _Toc492719474]
**** Start of 34th Change ****

5.7.3.4	Packet Error Rate
The Packet Error Rate (PER) defines an upper bound for the rate of SDUs (e.g. IP packets) that have been processed by the sender of a link layer protocol (e.g. RLC in RAN of a 3GPP access) but that are not successfully delivered by the corresponding receiver to the upper layer (e.g. PDCP in RAN of a 3GPP access). Thus, the PER defines an upper bound for a rate of non-congestion related packet losses. The purpose of the PER is to allow for appropriate link layer protocol configurations (e.g. RLC and HARQ in RAN of a 3GPP access). For a certain 5QI the value of the PER is the same in uplink and downlink. For QoS flows with delay critical GBR resource type, a packet which is delayed more than PDB is counted as lost, and included in the PER.
Editor's note:	Whether for non-standardized 5QI value range "allowed boundaries" for the 5G QoS characteristics needs to be specified e.g. minimum allowed PDB< X ms, PLR < 10^-X, etc. is FFS.
The Averaging window is defined only for GBR QoS flows. The Averaging window represents the duration over which the GFBR and MFBR shall be calculated (e.g. (R)AN, UPF, UE). The averaging window is signalled with 5QIs , and if it is not received a standardized default value will apply (for standardized 5QIs the value in the QoS characteristics Table  5.7.4-1 applies).	Comment by Myungjune@LGE: Remove space	Comment by Myungjune@LGE: Change to non-breaking space
[bookmark: _Toc492719478]
**** Start of 35th Change ****

5.7.5.2	UE Derived QoS Rule
The UE derived QoS rule contains following parameters:
-	Packet Filter Set as defined in clause  5.7.6.2 or 5.7.6.3	Comment by Myungjune@LGE: Change to non-breaking space
-	QFI
-	Precedence value.
The UL packet filter is derived based on the received DL packet by using the source IP address and port number as destination IP address and port number and vice versa.
The QFI of the derived QoS rule is set to the value received in the DL packet.
When Reflective QoS is activated the precedence value for all derived QoS rules is set to a standardised value.
[bookmark: _Toc492719488]
**** Start of 36th Change ****

5.8.2	User Plane Function(s)
User Plane Function(s) (UPF(s)) handle the user plane path of PDU sessions. An UPF that provides the interface to a Data Network supports the functionality of a PDU session anchor.
The number of UPFs for a PDU Session is not restricted by the3GPP specifications but specifications support deployments with a single UPF or multiple UPFs for a given PDU session.
For IPv4 or IPv6 type PDU sessions, the PDU session anchor may be IP anchor point of the IP address/prefix allocated to the UE. For an IPv4 type PDU session or an IPv6 not multi-homed PDU session, when multiple PDU session anchors are used (due to UL CL being inserted), only one PDU session anchor is the IP anchor point for the PDU session. For an IPv6 multi-homed PDU session there are multiple IP (IPv6) anchor points as described in clause  5.6.4.3.	Comment by Myungjune@LGE: Change to non-breaking space
Deployments with one single UPF used to serve a PDU session do not apply to the Home Routed case and may not apply to the cases described in clause 5.6.4.
Deployments where a UPF can only be controlled by a single SMF, and deployments where a UPF can be controlled by multiple SMFs (for different PDU sessions) are both supported.
UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:
-	Traffic reporting (e.g. allowing SMF support for charging).
-	QoS enforcement (The corresponding requirements are defined in clause  5.7).	Comment by Myungjune@LGE: Change to non-breaking space
-	traffic routing (e.g.as defined in clause 5.6.4. for UL CL or IPv6 multi-homing).
Traffic detection and routing information sent by the SMF to the UPF for a PDU session may be associated with Network instance for detection and routing of traffic over N6.
NOTE1:	Network instances can be used for example in following case:	Comment by Myungjune@LGE: Remove numbering
-	The UPF is connected to different DN (DNAI) with possibly overlapping IP addresses.
For IPv4 or IPv6 PDU session type, the UPF traffic detection capabilities may detect traffic using traffic pattern based on at least any combination of:
-	PDU session.
-	5QI.
-	IP Packet Filter Set as defined in clause  5.7.6.2.	Comment by Myungjune@LGE: Change to non-breaking space
-	Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF.
For Ethernet PDU session type, the SMF may control UPF traffic detection capabilities based on at least any combination of:
-	PDU session,
-	5QI,
-	Ethernet Packet Filter Set as defined in clause  5.7.6.3.	Comment by Myungjune@LGE: Change to non-breaking space
In this release of the specification for Unstructured PDU session Type, the UPF does not perform any traffic detection for QoS enforcement.
UPF selection is described in clause 6.2.
[bookmark: _Toc492719494]
**** Start of 37th Change ****

5.9.4	5G Globally Unique Temporary Identifier
The AMF shall allocate a 5G Globally Unique Temporary Identifier (5G-GUTI) to the UE that is common to both 3GPP and non-3GPP access. It shall be possible to use the same 5G-GUTI for accessing 3GPP access and non-3GPP access security context within the AMF for the given UE. An AMF may re-assign a new 5G-GUTI to the UE at any time. The AMF may delay updating the UE with its new 5G-GUTI until the next NAS transaction.
The 5G-GUTI shall be structured as:
	<5G-GUTI> := <GUAMI> <5G-TMSI>
	where GUAMI identifies the assigned AMF and 5G-TMSI identifies the UE uniquely within the AMF.
The Globally Unique AMF ID (GUAMI) shall be structured as:
	<GUAMI> := <MCC> <MNC> <AMF Region ID> <AMF Set ID> <AMF Pointer>
	where AMF Region ID identifies the region, AMF Set ID uniquely identifies the AMF Set within the AMF Region and AMF Pointer uniquely identifies the AMF within the AMF Set.
NOTE 21:	The AMF Region ID addresses the case that there are more AMFs in the network than the number of AMFs that can be supported by AMF Set ID and AMF Pointer by enabling operators to re-use the same AMF Set IDs and AMF Pointers in different regions.	Comment by Myungjune@LGE: renumbering
NOTE 3 2: See 3GPP TS 23.003  [19] for details on the structure of the fields of GUAMI.	Comment by Myungjune@LGE: Change to non-breaking space, renumbering	Comment by Myungjune@LGE: Change to non-breaking space
The 5G-S-TMSI is the shortened form of the GUTI to enable more efficient radio signalling procedures (e.g. during Paging and Service Request) and is defined as:
	<5G-S-TMSI> := <AMF Set ID> <AMF Pointer> <5G-TMSI>
Editor's note:	The structures of 5G-GUTI, GUAMI and 5G-S-TMSI can be removed once formally defined in TS 23.003.
[bookmark: _Toc492719496]
**** Start of 38th Change ****

5.9.6	Data Network Name (DNN)
A DNN is equivalent to an APN as defined in TS 23.003  [19]. Both identifiers have an equivalent meaning and carry the same information.	Comment by Myungjune@LGE: Change to non-breaking space
The DNN may be used e.g. to:
-	Select a SMF and UPF(s) for a PDU session.
-	Select N6 interface(s) for a PDU session.
-	Determine policies to apply to this PDU session.

[bookmark: _Toc492719497]**** Start of 39th Change ****

5.9.7	Internal-Group Identifier
The subscription data for an UE in UDM may associate the subscriber with groups. A group is identified by an Internal-Group Identifier.
NOTE 1:	A UE can belong to a limited number of groups, the exact number is defined in stage 3 specifications
NOTE 2:	In this release of the specification, the support of groups is only defined in non-roaming case.	Comment by Myungjune@LGE: Apply NOTE style
The group identifiers corresponding to an UE are provided by the UDM to the SMF and (when PCC applies to a PDU session) by the SMF to the PCF. The SMF may use this information to apply local policies and to store this information in CDR. The PCF may use this information to enforce AF requests as described in clause  5.6.7.	Comment by Myungjune@LGE: Change to non-breaking space
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5.15.2.1	General
An S-NSSAI (Single Network Slice Selection Assistance information) identifies a Network Slice.
An S-NSSAI is comprised of:
-	A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;
-	A Slice Differentiator (SD). which is optional information that complements the Slice/Service type(s) to differentiate amongst multiple Network Slices of the same Slice/Service type.
The S-NSSAI can have standard values or PLMN-specific values. S-NSSAIs with PLMN-specific values are associated to the PLMN ID of the PLMN that assigns it. An S-NSSAI shall not be used by the UE in access stratum procedures in any PLMN other than the one to which the S-NSSAI is associated.
The NSSAI is a collection of S-NSSAIs (Single Network Slice Selection Assistance Information). There can be at most 8 S-NSSAIs in the NSSAI sent in signalling messages between the UE and the Network. Each S-NSSAI assists the network in selecting a particular Network Slice instance.
The same Network Slice instance may be selected by means of different S-NSSAIs.
Based on the operator's operational or deployment needs, multiple Network Slice instances of a given S-NSSAI may be deployed in the same or in different registration areas. When multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area, the AMF instance serving the UE may logically belong to more than one Network Slice instances of that S-NSSAI, i.e. this AMF instance may be common to multiple Network Slice instances of that S-NSSAI. When a S-NSSAI is supported by more than one Network Slice instance in a PLMN, any of the Network Slice instances supporting the same S-NSSAI in a certain area may serve, as a result of the Network Slice instance selection procedure defined in clause  5.15.5, a UE which is allowed to use this S-NSSAI. Upon association with an S-NSSAI, the UE is served by the same Network Slice instance for that S-NSSAI until cases occur where e.g. Network Slice instance is no longer valid in a given registration area, or a change in UE's Allowed NSSAI occurs etc. In such cases, procedures mentioned in clause 5.15.5.2.2 or clause 5.15.5.2.3 applies.	Comment by Myungjune@LGE: Change to non-breaking space
The selection of a Network Slice instance(s) serving a UE and the Core Network Control Plane and user plane Network Functions corresponding to the Network Slice instance is the responsibility of 5GC.
The (R)AN may use Requested NSSAI in access stratum signalling to handle the UE Control Plane connection before the 5GC informs the (R)AN of the Allowed NSSAI. The Requested NSSAI is not used by the RAN for routing when the UE provides also a Temporary User ID.
Editor's note:	Whether (R)AN uses Requested NSSAI is to be checked with RAN WGs.
When a UE is successfully registered, the CN informs the (R)AN by providing the whole Allowed NSSAI for the Control Plane aspects.
Editor's note:	The need for informing the (R)AN by providing the whole Allowed NSSAI is to be checked with RAN WGs.
When a PDU Session for a given S-NSSAI is established using a specific Network Slice instance, the CN provides to the (R)AN the S-NSSAI corresponding to this Network Slice instance to enable the RAN to perform access specific functions.
NOTE:	The details of how the RAN uses NSSAI information is described in TS 38.300 [27].

**** Start of 41th Change ****

[bookmark: _Toc492719511]5.15.2.2	Standardised SST values
Standardized SST values provide a way for establishing global interoperability for slicing so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types.
The SSTs which are standardised are in the following Table  5.15.2.2-1.	Comment by Myungjune@LGE: Change to non-breaking space
Table 5.15.2.2-1 - Standardised SST values
	Slice/Service type
	SST value
	Characteristics.

	eMBB (enhanced Mobile Broadband)

	1
	Slice suitable for the handling of 5G enhanced Mobile broadband, useful, but not limited to the general consumer space mobile broadband applications including streaming of High Quality Video, Fast large file transfers etc. It is expected this SST to aim at supporting High data rates and high traffic densities as outlined in Table 7.1-1 "Performance requirements for high data rate and traffic density scenarios" in TS 22.261 [2]

	URLLC (ultra- reliable low latency communications)
	2
	Supporting ultra-reliable low latency communications for applications including, industrial automation, (remote) control systems.
This SST is expected to aim at supporting the requirements in Table 7.2.2-1 "Performance requirements for low-latency and high-reliability services." in TS 22.261 [2] related to high reliability and low latency scenarios

	MIoT (massive IoT)
	3
	Allowing the support of a large number and high density of IoT devices efficiently and cost effectively.



NOTE:	The support of all standardised SST values is not required in a PLMN.
[bookmark: _Toc492719522]
**** Start of 42th Change ****

5.15.6	Network Slicing Support for Roaming
For roaming scenarios:
-	If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.
-	If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.
Editor's note:	The UE configuration aspects are FFS
-	In RRC layer, the NSSAI, if provided, uses values valid in the VPLMN.
-	In Registration Request, the Requested NSSAI, if provided, shall include only the S-NSSAI values that are valid in the VPLMN.
-	When the NSSF in the VPLMN determines the Allowed NSSAI, it may take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area.
-	The Allowed NSSAI in the Registration Accept includes S-NSSAI values that are valid in VPLMN.
-	In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.
-	The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions in the HPLMN (if applicable) are selected by using the HPLMN S-NSSAI via the support from the NRF in the HPLMN.
NOTE:	In this release of specification it is assumed that in any PLMN (home or visited), for all the S-NSSAIs that the PLMN can serve it is always possible to select an AMF that can serve a Requested NSSAI that contains only S-NSSAIs that can coexist each other.
Editor's note: The details of the procedure to select specific functions in the HPLMN minimizing the interactions between VPLMN and HPLMN and the exposure of HPLMN topology are FFS.	Comment by Myungjune@LGE: Apply style EN
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5.15.7	Network slicing and Interworking with EPS
A 5GC which supports Network Slicing might need to interwork with the EPS in its PLMN or in other PLMNs, and the EPC may support the Dedicated Core Networks (DCN) in which MME selection may be assisted by a DCN-ID provided by the UE to the RAN (see TS 23.401 [x26]). 	Comment by Myungjune@LGE: Reference update
If the UE is in ECM-IDLE or CM-IDLE state, mobility triggers a TAU (or Attach, if it is the first mobility event in the target system) in EPS and a Registration procedure in 5GS. These procedures are sufficient to place the UE in the right DCN or (setf of) Network Slice(s).
Editor's note:	Relocation of PDU session(s)/EPS bearer(s) and the UE context between the EPC supporting DCN and the 5GS (and vice versa) is FFS.
For Connected mode mobility/interworking 5GC to EPC and vice versa:
When a UE is CM-CONNECTED in 5GC and a handover to EPS occur, the AMF selects the target MME and forwards the UE context to the selected MME over the N26 Interface. The handover procedure is executed as documented in TS 23.502 [3]. When the Handover completes the UE performs a Tracking Area Update. This completes the UE registration in the target EPS and as part of this the UE obtains a DCN-ID if the target EPS uses it.
Editor's note: It is FFS how an AMF selects the target MME in case of a UE handover from 5GC to EPC supporting DCN.
The handover between 5GC to EPC does not guarantee all active PDU session(s) of slice(s) can be transferred to the EPC, thus some PDU session(s) may be dropped.
When a UE is ECM-CONNECTED in EPC, and performs a handover to 5GS, the MME selects the target AMF based on any available local information (including the UE Usage Type if one is available for the UE in the subscription data) and forwards the UE context to the selected AMF over the N26 interface. The handover procedure is executed as documented in TS 23.502 [3]. When the Handover completes the UE performs a Registration procedure. This completes the UE registration in the target 5GS and as part of this the UE obtains an Allowed NSSAI.
Editor's note:	Interworking with (e)DECOR-enabled EPC networks without N26 is FFS when slicing is supported.
Editor's note:	Whether there is a limitation to the number of Slices supported per UE when interworking with EPS is supported is FFS

**** Start of 44th Change ****

[bookmark: _Toc492719531]5.16.3.2	IMS voice over PS Session Supported Indication
The serving PLMN AMF shall send an indication toward the UE during the Registration procedure if an IMS voice over PS session is supported or not supported. A UE with "IMS voice over PS" voice capability should take this indication into account when performing voice domain selection, as described in clause  5.16.3.5.	Comment by Myungjune@LGE: Change to non-breaking space
The serving PLMN AMF may only indicate IMS voice over PS session supported in one of the following cases:
-	If the network is able to provide a successful IMS voice over PS session over NR connected to 5GC with a 5G QoS Flow that supports voice as specified in clause 5.7.
-	If the network is not able to provide a successful IMS voice over PS session over NR connected to 5GC, but is able for one of the following:
-	If E-UTRA connected to 5GC supports voice, and the NG RAN is able to trigger handover to E-UTRA connected to 5GC at QoS flow establishment for voice; or 
-	If the UE supports HO to EPS, the EPS supports voice, and the NG RAN is able to trigger handover to EPS at QoS flow establishment for voice.
The serving PLMN provides this indication based e.g. on local policy, HPLMN and how extended NG-RAN coverage is. The AMF in serving PLMN shall indicate that IMS voice over PS is not supported if serving PLMN does not have an IMS roaming agreement with HPLMN. This indication is per Registration Area list.
Editor's note:	If interactions between the AMF and RAN to determine functionality equivalent to Voice Support Match Indicator of EPC are needed, they are FFS.
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5.16.3.5	Domain selection for UE originating sessions / calls
For UE originating calls, the 5GC capable UE performs access domain selection. The UE shall be able to take following factors into account for access domain selection decision:
-	The state of the UE in the IMS. The state information shall include: Registered, Unregistered.
-	The "IMS voice over PS session supported indication" as defined in clause 5.16.3.2.
-	Whether the UE is expected to behave in a "voice centric" or "data centric" way for 5GS.
-	UE capability of supporting IMS PS voice.
-	UE capability for operating in dual-registration mode with selective PDU session transfer as defined in clause  5.17.2.3.3.	Comment by Myungjune@LGE: Change to non-breaking space
To allow for appropriate domain selection for originating voice calls, the UE shall attempt initial registration in 5GC. If the UE fails to use IMS for voice, e.g. due to "IMS voice over PS session supported indication" indicates voice is not supported in 5G System, the UE behaves as described below for "voice centric" for 5GS or "data centric" for 5GS:
-	A UE set to "voice centric" for 5GS shall always try to ensure that Voice service is possible. A voice centric 5GC capable and EPC capable UE unable to obtain voice service in 5GS shall not select a cell connected only to 5GC. By disabling capabilities to access 5GS, the UE re-selects to E‑UTRAN connected to EPC first (if available). When the UE selects E-UTRAN connected to EPC, the UE performs Voice Domain Selection procedures as defined in TS 23.221 [23].
-	A UE set to "data centric" for 5GS does not need to perform any reselection if voice services cannot be obtained.
NOTE:	The related radio capabilities in order for the voice centric UE to not reselect to NR or E-UTRA cell connected to 5GC (i.e. avoid ping pong) will be defined by RAN WGs.
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5.16.3.7	UE's usage setting
If the UE is configured to support IMS voice, the UE shall include the information element "UE's usage setting" in Registration Update Request messages. The UE's usage setting indicates whether the UE behaves in a "voice centric" or "data centric" way (as defined in clause  5.16.3.5). 	Comment by Myungjune@LGE: Change to non-breaking space
NOTE:	Depending on operator's configuration, the UE's usage setting can be used by the network to choose the RFSP Index in use (see clause 5.3.4.x3). As an example, this enables the enforcement of selective idle mode camping over E-UTRA for voice centric UEs.	Comment by Myungjune@LGE: Update reference
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5.16.4.1	Introduction
Emergency services are provided to support IMS emergency sessions. Emergency services refers to functionalities provided by the serving network when the network is configured to support emergency services. Emergency services are provided to normal registered or emergency registered UEs and depending on local regulation, to UEs that are in limited service state. Receiving emergency services in limited service state does not require a valid subscription. Depending on local regulation and an operator's policy, the network may allow or reject an emergency registration request for UEs that have been identified to be in limited service state. Four different behaviours of emergency services as identified in TS 23.401 clause 4.3.12.1 is supported.
To provide emergency services, the AMF is configured with Emergency Configuration Data that are applied to emergency services that are established by an AMF based on request from the UE. The AMF Emergency Configuration Data contain the Emergency DNN which is used to derive an SMF, or the AMF Emergency Configuration Data may also contain the statically configured SMF for the Emergency DNN. The SMF may also store Emergency Configuration Data that contains statically configured UPF information for the Emergency DNN.
UEs that are in limited service state, as specified in TS 23.122 [10], initiate the Registration procedure by indicating that the registration is to receive emergency services, referred to as emergency registration. Also, UEs that had registered for normal services and do not have emergency PDU sessions established and the UE is subject to mobility restriction in the present area or RAT (e.g. because of restricted tracking area) shall initiate Emergency Registration procedure. Based on local regulation, the network supporting emergency services for UEs in limited service state provides emergency services to these UE, regardless whether the UE can be authenticated, has roaming or mobility restrictions or a valid subscription. For emergency services, other than eCall over IMS, the UEs in limited service state determine that the cell supports emergency services over NG-RAN from a broadcast indicator in AS. Emergency calls for eCall Over IMS are only performed if the UE has a UICC.
UE is considered to be emergency registered if it is in limited service state and it has only PDU sessions for emergency services.
A serving network shall provide an Access Stratum broadcast indication to UEs as to whether eCall Over IMS is supported. A UE that is not in limited service state determines that the cell supports eCall Over IMS using the broadcast indicator for eCall over IMS.
NOTE 1:	The Access Stratum broadcast indicator is determined according to operator policies and minimally indicates that the PLMN, or all of the PLMNs in the case of network sharing, and at least one emergency center or PSAP to which an eCall Over IMS can be routed, support eCall Over IMS.
A UE in limited service state determines that the cell supports eCall Over IMS using both the broadcast indicator for support of emergency services over NG-RAN and the broadcast indicator for eCall over IMS.
NOTE 2:	The broadcast indicator for eCall Over IMS does not indicate whether UEs in limited service state are supported. So, the broadcast indicator for support of emergency services over NG-RAN that indicates limited service state support needs to be applied in addition.
For a UE that is Emergency Registered, if it is unauthenticated the security context is not set up on UE.
UEs that camp normally on a cell and in RM-DEREGISTERED state, (i.e. without any conditions that result in limited service state), initiate the normal initial registration procedure. Upon successful normal registration (i.e. not emergency registration), such UEs initiate the UE Requested PDU session establishment procedure to receive emergency services. The UEs that camp normally on a cell are informed that the PLMN supports emergency services over 5G-AN from the Emergency Service Support indicator in the Attach and TAU procedures.
Editor's note:	How emergency services will be supported for non-3GPP access is FFS.
NOTE 3:	The Emergency Service Support indicator in the Registration procedures does not indicate support for eCall Over IMS.
For a UE that is Emergency Registered, normal PLMN selection principles apply after the end of the IMS emergency session.
For emergency services, there is no support for inter PLMN mobility thus there is a risk of service disruption due to failed inter PLMN mobility attempts.
The UE shall set the RRC establishment cause to emergency as defined in TS 38.331 [xx28] when it requests an RRC connection in relation to an emergency session.	Comment by Myungjune@LGE: Update reference
When a PLMN supports IMS and emergency services:
-	all AMFs in that PLMN shall have the capability to support emergency services.
-	at least one SMF shall have this capability.
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5.16.4.5	SMF and UPF selection function for Emergency Services
When a SMF is selected for emergency services, the SMF selection function described in clause 6.3.2 for normal services is applied to the Emergency DNN or the AMF selects the SMF directly from the AMF Emergency Configuration Data. If the SMF selection function described in clause 6.3.2 is used it shall always derive a SMF in the visited PLMN, which guarantees that also the IP address is allocated by the visited PLMN. When a UPF is selected for emergency services, the UPF selection function described in clause  6.3.3 for normal services is applied to the Emergency DNN or the SMF selects the UPF directly from the SMF Emergency Configuration Data. The information in the AMF Emergency Configuration Data and the SMF Emergency Configuration Data is specified in clause  5.16.4.1.	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
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5.16.5	Multimedia Priority Services
TS 22.153 [24] specifies the service requirements for Multimedia Priority Service (MPS). MPS allows certain subscribers (i.e. Service Users as per TS 22.153 [24]) priority access to system resources in situations such as during congestion, creating the ability to deliver or complete sessions of a high priority nature. Service Users are government-authorized personnel, emergency management officials and/or other authorized users. MPS supports priority sessions on an "end-to-end" priority basis.
MPS is based on the ability to invoke, modify, maintain and release sessions with priority, and deliver the priority media packets under network congestion conditions. MPS is supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.
NOTE 1:	If a session terminates on a server in the Internet (e.g. web-based service), then the remote end and the Internet transport are out of scope for this specification.
A Service User may use an MPS-subscribed UE or any other UE to obtain MPS. An MPS-subscribed UE obtains priority access to the Radio Access Network by using the Access Class Barring mechanism according to TS 22.011 [25]. This mechanism provides preferential access to UEs based on its assigned Access Class. If an MPS-subscribed UE belongs to one of the special access classes as defined in TS 22.011 [25], the UE has preferential access to the network compared to ordinary UEs in periods of congestion.
MPS subscription allows users to receive priority services, if the network supports MPS. MPS subscription entitles a USIM with special Access Class(es). MPS subscription includes indication for support of priority PDU connectivity service and IMS priority service support for the end user. Priority level regarding QoS Flows and IMS are also part of the MPS subscription information. The usage of priority level is defined in TS 22.153 [24], TS 23.203 [4] and TS 23.228 [15].
NOTE 2:	The term "Priority PDU connectivity services" is used to refer to 5G system functionality that corresponds to the functionality as provided by LTE/EPC Priority EPS bearer services in clause 4.3.18.3 of TS 23.401 [26].
MPS includes signalling priority and media priority. All MPS-subscribed UEs get priority for QoS flows (e.g., used for IMS signalling) when established to the DN that is configured to have priority for a given Service User by setting MPS-appropriate values in the QoS profile in the UDM. Service Users are treated as On Demand MPS subscribers or not, based on regional/national regulatory requirements. On Demand service is based on Service User invocation/revocation explicitly and applied to the media QoS flows being established. When not On Demand MPS service does not require invocation, and provides priority treatment for all QoS Flows only to the DN that is configured to have priority for a given Service User after attachment to the 5G network.
NOTE 3:	According to regional/national regulatory requirements and operator policy, On-Demand MPS Service Users can be assigned the highest priority.
Priority treatment is applicable to IMS based multimedia services and priority PDU connectivity service.
Priority treatment for MPS includes priority message handling, including priority treatment during authentication, security, and location management procedures.
Priority treatment for MPS session requires appropriate ARP and 5QI (plus 5G QoS characteristics) setting for QoS Flows according to the operator's policy.
NOTE 4:	Use of QoS Flows for MPS with QoS characteristics signalled as part of QoS profile enables the flexible assignment of 5G QoS characteristics (e.g. priority level) for MPS.
When an MPS session is requested by a Service User, the following principles apply in the network:
-	QoS Flows employed in an MPS session shall be assigned ARP value settings appropriate for the priority level of the Service User.
-	Setting ARP pre-emption capability and vulnerability for MPS QoS Flows, subject to operator policies and depending on national/regional regulatory requirements.
-	Pre-emption of non-Service Users over Service Users during network congestion situation, subject to operator policy and national/regional regulations.
The terminating network identifies the priority of the MPS session and applies priority treatment, including paging with priority, to ensure that the MPS session can be established with priority to the terminating user (either a Service User or normal user).
MPS priority mechanisms can be classified as subscription-related, invocation-related, and those applied to existing QoS Flows.  Subscription related mechanisms, as described in clause 5.X22.1, are further divided into two groups: those which are always applied and those which are conditionally applied.  Invocation-related mechanisms, as described in clause 5.X22.2, are further divided into three groups: those that apply for mobile originated SIP call/sessions, those that apply for mobile terminated SIP call/sessions, and those that apply for the Priority PDU connectivity services. Methods applied to existing QoS Flows focus on handover and congestion control and are described in clause 5.X22.3.	Comment by Myungjune@LGE: Remove space	Comment by Myungjune@LGE: Update Reference	Comment by Myungjune@LGE: Remove space	Comment by Myungjune@LGE: Update Reference	Comment by Myungjune@LGE: Update Reference

**** Start of 50th Change ****

5.16.6	Mission Critical Services
According to TS 23.280 [ref137], a Mission Critical Service (MCX) is a communication service reflecting enabling capabilities Mission Critical Applications and provided to end users from Mission Critical Organizations and mission critical applications for other businesses and organizations (e.g. utilities, railways). An MCX Service is either Mission Critical Push To Talk (MCPTT) as defined in TS 23.379 [ref238], Mission Critical Video (MCVideo) as defined in TS 23.281 [ref339], or Mission Critical Data (MCData) as defined in TS 23.282 [ref440]., and represents a shared underlying set of requirements between two or more MCX service types.	Comment by Myungjune@LGE: Reference update	Comment by Myungjune@LGE: Reference update	Comment by Myungjune@LGE: Reference update	Comment by Myungjune@LGE: Reference update
Mission Critical Services (MCS) are based on the ability to invoke, modify, maintain and release sessions with priority, and deliver the priority media packets under network congestion conditions. As specified in TS 22.261 [2] clause 6.8, MCX Users require 5GS functionality that allows for real-time, dynamic, secure and limited interaction with the QoS and policy framework for modification of the QoS and policy framework by authorized users. The limited interaction is based on operator policy, and provides specific limitations on what aspects of the QoS and policy framework an authorized MCX User can modify. MCS is supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.
Mission Critical leverages the foundation of the 5G QoS Model as defined in clause 5.7, and 5G Policy Control as defined in clause 5.14. It requires that the necessary subscriptions are in place for both the 5G QoS Profile and the necessary Policies.
The terminating network identifies the priority of the MCS session and applies priority treatment, including paging with priority, to ensure that the MCS session can be established with priority to the terminating user (either an MCX User or normal user).
Priority treatment for MCS includes priority message handling, including priority treatment during authentication, security, and location management procedures.
Priority treatment for MCS sessions requires appropriate ARP and 5QI (plus 5G QoS characteristics) setting for QoS Flows according to the operator's policy.
NOTE:	Use of QoS Flows for MCS with non-standardized 5QI values enables the flexible assignment of 5G QoS characteristics (e.g. priority level) for MCS.
When a MCS session is requested by an MCX User, the following principles apply in the network:
-	QoS Flows employed in a Mission Critical Service session shall be assigned ARP value settings appropriate for the priority level of the MCX User.
-	Setting ARP pre-emption capability and vulnerability for MCS QoS Flows, subject to operator policies and depending on national/regional regulatory requirements.
-	Pre-emption of non-MCX Users over MCX Users during network congestion situation, subject to operator policy and national/regional regulations.
Priority treatment is applicable to IMS based multimedia services and priority PDU connectivity service.
The 5G network needs to support flexible means to make relative PDU priority decisions based on real-time data of the state of the network and/or based on modification of the QoS and policy framework by authorized users as described in clause 6.8 of TS 22.261 [2].

**** Start of 51th Change ****

[bookmark: _Toc492719552]5.17.1.1	General
This clause describes the UE and network behaviour for the migration from EPC to 5GC.
Deployments based on different 3GPP architecture options (i.e. EPC based or 5GC based) and UEs with different capabilities (EPC NAS and 5GC NAS) may coexist at the same time within one PLMN.
It is assumed that a UE that is capable of supporting 5GC NAS procedures may also be capable of supporting EPC NAS (i.e. the NAS procedures defined in TS 24.301 [13]) to operate in legacy networks e.g. in case of roaming.	Comment by Myungjune@LGE: Remove highlight
The UE will use EPC NAS or 5GC NAS procedures depending on the core network by which it is served.
In order to support smooth migration, it is assumed that the EPC and the 5GC have access to a common subscriber database, that is HSS in case of EPC and the UDM in case of 5GC, acting as the master data base for a given user as defined in TS 23.002 [21].


Figure 5.17.1.1-1: Architecture for migration scenario for EPC and 5G CN
A UE that supports only EPC based Dual Connectivity with secondary RAT NR:
-	always performs initial access through E-UTRA (LTE-Uu) but never through NR;
-	performs EPC NAS procedures over E-UTRA (i.e. Mobility Management, Session Management etc) as defined in TS 24.301 [13].
A UE that supports camping on 5G systems with 5GC NAS:
-	performs initial access either through E-UTRAN that connects to 5GC or NR towards 5GC;
-	performs initial access through E-UTRAN towards EPC, if supported and needed;
-	performs EPC NAS or 5GC NAS procedures over E-UTRAN or NR respectively (i.e. Mobility Management, Session Management etc) depending on capability indicated in AS, if the UE also supports EPC NAS.
NOTE 1:	A UE supporting EPC NAS 5GC NAS initiates 5GC NAS procedures when 5GC is supported by the serving PLMN.
In order to support different UEs with different capabilities in the same network, i.e. both UEs that are capable of only EPC NAS (possibly including EPC based Dual Connectivity with secondary NR) and UEs that support 5GC NAS procedures in the same network:
-	eNB that supports access to 5GC shall broadcast that it can connect to 5GC.
-	The UE that supports 5GC NAS procedures shall provide a capability indication at Access Stratum as defined in TS 38.300 [27] when it performs initial access (the capability indication can be used to indicate ability to support N1 procedures).
Editor's note:	The exact Access Stratum protocol for the indicator to be used by RAN to perform CN selection (EPC or 5GC) is going to be defined in RAN specifications.
NOTE 2:	The UE that supports EPC based Dual Connectivity with secondary RAT only does not provide this indication at Access Stratum when it performs initial access and therefore eNB uses the "default" CN selection mechanism to direct this UE to an MME
Based on the Core Network type restriction described in clause  5.3.4.1.1 the 5GC network may steer the UE towards EPC.	Comment by Myungjune@LGE: Change to non-breaking space
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5.17.2.1	General
In order to interwork with EPC, the UE that supports both 5GC and EPC NAS can operate in single-registration mode or dual-registration mode:
-	In single-registration mode, UE has only one active MM state (either RM state in 5GC or EMM state in EPC) and it is either in 5GC NAS mode or in EPC NAS mode (when connected to 5GC or EPC, respectively). UE maintains a single coordinated registration for 5GC and EPC.
-	In dual-registration mode, UE can handle independent registrations for 5GC and EPC. In this mode, the UE may be registered to 5GC only, EPC only, or to both 5GC and EPC.
The support of single registration mode is mandatory for UEs that support both 5GC and EPC NAS.
During E-UTRAN Initial Attach, UE supporting both 5GC and EPC NAS shall indicate its support of 5G NAS in UE Network Capability described in clause 5.11.3 of TS 23.401 [26].
During registration to 5GC, UE supporting both 5GC and EPC NAS shall indicate its support of EPC NAS.
NOTE:	This indication may be used to give the priority towards selection of PGW-C + SMF for UEs that support both EPC and 5GC NAS.
Networks that support interworking with EPC, may support interworking procedures that use the N26 interface or interworking procedures that do not use the N26 interface. Interworking procedures with N26 support providing IP address continuity on inter-system mobility to UEs that support 5GC NAS and EPC NAS. Networks that support interworking procedures without N26 shall support procedures to provide IP address continuity on inter-system mobility to UEs operating in both single-registration mode and dual-registration mode.
In entire clause 5.17.2 the terms "initial attach", "handover attach" and "TAU" for the UE procedures in EPC can alternatively be combined EPS/IMSI Attach and combined TA/LA depending on the UE configuration defined  in TS 23.221 [23].	Comment by Myungjune@LGE: Remove space
[bookmark: _Toc492719561]**** Start of 53th Change ****

5.17.2.3.3	Mobility for UEs in dual-registration mode
To support mobility in dual-registration mode, the support of Nx interface between AMF in 5GC and MME in EPC is not required.
Editor's note:	It is FFS if dual-registration mode can be used for IMS voice.
For UE operating in dual-registration mode the following principles apply for PDU session transfer from 5GC to EPC:
-	UE operating in Dual Registration mode may register in EPC ahead of any PDU session transfer using the Attach procedure without establishing a PDN Connection in EPC if the EPC supports EPS Attach without PDN Connectivity as defined in TS  23.401  [26]. Support for EPS Attach without PDN Connectivity is mandatory for UE supporting dual-registration procedures.	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
NOTE 1:	Before attempting early registration in EPC the UE needs to check whether EPC supports EPS Attach without PDN Connectivity by reading the related SIB in the target cell.
-	UE performs PDU session transfer from 5GC to EPC using the UE initiated PDN connection establishment procedure with "handover" indication in the PDN Connection Request message (TS 23.401 [26], clause 5.10.2).
-	If the UE has not registered with EPC ahead of the PDU session transfer, the UE can perform Attach in EPC with "handover" indication in the PDN Connection Request message (TS 23.401 [26], clause 5.3.2.1).
-	UE may selectively transfer certain PDU sessions to EPC, while keeping other PDU Sessions in 5GC.
-	UE may maintain the registration up to date in both 5GC and EPC by re-registering periodically in both systems. If the registration in either 5GC or EPC times out (e.g. upon mobile reachable timer expiry), the corresponding network starts an implicit detach timer.
NOTE 2:	Whether UE transfers some or all PDU sessions on the EPC side and whether it maintains the registration up to date in both EPC and 5GC can depend on UE capabilities that are implementation dependent. The information for determining which PDU sessions are transferred on EPC side and the triggers can be pre-configured in the UE and are not specified in this release of the specification.
For UE operating in dual-registration mode the following principles apply for PDN connection transfer from EPC to 5GC:
-	UE operating in Dual Registration mode may register in 5GC ahead of any PDN connection transfer using the Registration procedure without establishing a PDU session in 5GC (TS  23.502  [3], clause  4.2.2.2.2).	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
-	UE performs PDN connection transfer from EPC to 5GC using the UE initiated PDU session establishment procedure with "Existing PDU Session" indication (TS 23.502 [3], clause 4.3.2.2.1).
-	If the UE has not registered with 5GC ahead of the PDN connection transfer, the UE can perform Registration in 5GC with "Existing PDU Session" indication in the PDU Session Request message.
Editor's note:	Support of Registration combined with PDU Session Request in TS 23.502 [3] is not yet defined.
-	UE may selectively transfer certain PDN connections to 5GC, while keeping other PDN Connections in EPC.
-	UE may maintain the registration up to date in both EPC and 5GC by re-registering periodically in both systems. If the registration in either EPC or 5GC times out (e.g. upon mobile reachable timer expiry), the corresponding network starts an implicit detach timer.
NOTE 3:	Whether UE transfers some or all PDN connections on the 5GC side and whether it maintains the registration up to date in both 5GC and EPC can depend on UE capabilities that are implementation dependent. The information for determining which PDN connections are transferred on 5GC side and the triggers can be pre-configured in the UE and are not specified in this release of the specification.
NOTE 4:	If EPC does not support EPS Attach without PDN Connectivity the MME detaches the UE when the last PDN connection is released by the PGW as described in TS 23.401 [26] clause 5.4.4.1 (in relation to transfer of the last PDN connection to non-3GPP access).
-	When sending a control plane request for MT services (e.g. MT SMS) the network routes it via either the EPC or the 5GC. In absence of UE response, the network should attempt routing the control plane request via the other system.
NOTE 5:	The choice of the system through which the network attempts to deliver the control plane request first is left to network configuration.
[bookmark: _Toc492719574]
**** Start of 54th Change ****

5.21.2.2.1	AMF planned removal procedure with UDSF deployed
An AMF can be taken graciously out of service as follows:
-	If an UDSF is deployed in the network, then the AMF stores the context for registered UE(s) in the UDSF. The UE context includes the per AMF set unique AMF UE N2AP ID. If there are ongoing transactions (e.g. N1 procedure) for certain UE(s), AMF stores the UE context(s) in the UDSF upon completion of an ongoing transaction.
NOTE 1:	It is assumed that the UE contexts from the old AMF include all event subscriptions with peer CP NFs.
An AMF shall be able to notify the 5G AN that the corresponding AMF identified by GUAMI(s) is unavailable for processing UE transactions. Upon receipt of the indication that an AMF(GUAMI(s)) is unavailable, 5G AN shall take the following action:
-	5G AN should mark this AMF as unavailable and not consider the AMF for selection anymore for subsequent N2 transactions.
[bookmark: _Hlk492322421]-	If the instruction from AMF includes an indicator that the AMF will release the N2AP UE associations on a per UE-basis for UE(s) in CONNECTED mode and if the 5G AN supports timer mechanism,the 5G AN starts a timer to control the N2AP UE association release. For the duration of the timer or until the AMF releases the N2AP UE associations the AN does not select a new AMF for subsequent UE transactions. Upon timer expiry, the 5G AN releases the N2AP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s), for subsequent N2 message, the 5G AN should select a different AMF from the same AMF set when the subsequent N2 message needs to be sent.
NOTE 2:	For UE(s) in CONNECTED mode, after indicating that the AMF is unavailable for processing UE transactions and including an indicator that the AMF releases the N2AP UE associations on a per UE-basis while requesting the AN to maintain N3 (user plane connectivity) and UE context information, the AMF can use the N2AP UE association release procedure defined in TS  23.502  [3] to release the N2 connections (without releasing N3 connection) on a per UE-basis.	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
Editor's note:	The behavior when 5G AN does not support timer mechanism is FFS and also how the AMF knows of 5G AN timer capability.
[bookmark: _Hlk492322454]-	If the instruction does not include the indicator, for UE(s) in CONNECTED mode, 5G AN considers this as a request to release the N2AP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s) while maintaining N3 (user plane connectivity) and UE context information. For subsequent N2 message, the 5G AN should select a different AMF from the same AMF set when the subsequent N2 message needs to be sent.
-	For UE(s) in IDLE mode, when it subsequently returns from IDLE mode and the 5G AN receives an initial NAS message with a 5G S-TMSI or GUAMI pointing to an AMF that is marked unavailable, the 5G AN should select a different AMF from the same AMF set and forward the initial NAS message.
An AMF shall be able to instruct other peer CP NFs , subscribed to receive such a notification, that the corresponding AMF identified by GUAMI(s) will be unavailable for processing UE transactions. Upon receipt of the notification that an AMF (GUAMI(s)) is unavailable, the other CP NFs shall take the following action:	Comment by Myungjune@LGE: Remove space
-	CP NF should mark this AMF as unavailable and not consider the AMF for selection anymore for subsequent MT transactions.
-	Mark this AMF as unavailable while not changing the status of UE(s) associated to this AMF (UE(s) previously served by the corresponding AMF still remain registered in the network), and AMF Set information.
-	For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF that is marked unavailable, CP NF should select another AMF from the same AMF set (as in clause 6.3.5) and forward the transaction together with the old GUAMI. The new AMF retrieves UE context from the UDSF.
Following actions should be performed by the newly selected AMF:
-	When there is a transaction with the UE the newly selected AMF retrieves the UE context from the UDSF based on SUPI, 5G-GUTI or AMF UE N2AP ID and processes the UE message accordingly and updates the 5G-GUTI towards the UE. For UE(s) in CONNECTED mode, it also updates the new N2AP UE association towards the 5G AN.	Comment by Myungjune@LGE: Add space
-	The new selected AMF updates the peer NFs with the new selected AMF information.
-	If the new AMF is aware of a different AMF serving the UE (by implementation specific means) it redirects the uplink N2 signalling the UE to that AMF if necessary, or reject the transaction from the peer NFs with a cause to indicate that new AMF has been selected. The peer NFs may wait for the update from the new AMF and resend the transaction to the new AMF.
NOTE 3:	This bullet above addresses situations where 5G AN node selects an AMF and CP NFs select another AMF for the UE concurrently. Also, addresses the situation where CP NFs select an AMF for the UE concurrently
-	If the new AMF does not have access to the UE context, then the AMF may force the UE to re-register.
[bookmark: _Toc492719575]
**** Start of 55th Change ****

5.21.2.2.2	AMF planned removal procedure without UDSF
An AMF can be taken graciously out of service as follows:
-	The AMF can forward registered UE contexts, UE contexts grouped by the same GUAMI value, to target AMF(s) within the same AMF set. The UE context includes the per AMF Set unique AMF N2AP UE ID. If there are ongoing transactions (e.g. N1 procedure) for certain UE(s), AMF forwards the UE context(s) to the target AMF upon completion of an ongoing transaction.
Editor's note:	When the AMF forwards registered UE contexts to target AMF, how to uniquely identify the UE context by the AMF and 5G AN is FFS.
NOTE 1:	It is assumed that the UE contexts from the old AMF include all event subscriptions with peer CP NFs.
An AMF shall be able to instruct the 5G AN that it will be unavailable for processing UE transactions by including GUAMI(s) configured on this the AMF and its corresponding target AMF(s). The target AMF shall be able to update the 5G AN that the old GUAMI(s) is now served by target AMF.. It provides the old GUAMI value that the 5G AN can use to locate UE contexts served by the old AMF. Upon receipt of the indication that an old AMF is unavailable, 5G AN shall take the following action:	Comment by Myungjune@LGE: Remove duplication
-	5G AN should mark this AMF as unavailable and not consider the AMF for selection anymore for subsequent N2 transactions. The associated GUAMIs are marked as unavailable until it have been updated by the target AMFs.
[bookmark: _Hlk492322668]-	If the instruction from AMF includes an indicator that the AMF will release the N2AP UE associations on a per UE-basis for UE(s) in CONNECTED mode and if the 5G AN supports timer mechanism, the 5G AN starts a timer to control the N2AP UE association release. For the duration of the timer or until the AMF releases the N2AP UE associations the AN does not select a new AMF for subsequent UE transactions. Upon timer expiry, the 5G AN releases the N2AP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s), for subsequent N2 message, the 5G AN uses GUAMI which points to the target AMF that replaced the old unavailable AMF, to forward the N2 message to the corresponding target AMF(s).
[bookmark: _Hlk492322729]NOTE 2:	For UE(s) in CONNECTED mode, after indicating that the AMF is unavailable for processing UE transactions and including an indicator that the AMF releases the N2AP UE associations on a per UE-basis while requesting the AN to maintain N3 (user plane connectivity) and UE context information, the AMF can use the N2AP UE association release procedure defined in TS  23.502  [3] to release the N2 connections (without releasing N3 connection) on a per UE-basis.	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
Editor's note:	The behavior when 5G AN does not support timer mechanism is FFS and also how the AMF knows of 5G AN timer capability.
	If the instruction does not include the indicator, for UE(s) in CONNECTED mode, 5G AN considers this as a request to release the N2AP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s) while maintaining N3 (user plane connectivity) and UE context information. For subsequent N2 message, the 5G AN uses GUAMI based resolution which points to the target AMF that replaced the old unavailable AMF, to forward the N2 message to the corresponding AMF(s).
-	For UE(s) in IDLE mode, when it subsequently returns from IDLE mode and the 5G AN receives an initial NAS message with a 5G S-TMSI or GUAMI, the 5G AN uses 5G S-TMSI or GUAMI which points to the target AMF that has replaced the old unavailable AMF and, the 5G AN forwards N2 message.
An AMF shall be able to instruct other peer CP NFs, subscribed to receive such a notification, that it will be unavailable for processing UE transactions by including GUAMI(s) configured on this the AMF and its corresponding target AMF(s). The target AMF shall update the CP NF that the old GUAMI(s) is now served by target AMF. The old AMF provides the old GUAMI value to target AMF and the target AMF can use to locate UE contexts served by the old AMF. Upon receipt of the notification that an AMF is unavailable, the other CP NFs shall take the following action:
-	Mark this AMF and its associated GUAMI(s) as unavailable while not changing the status of UE(s) associated to this AMF (UE(s) previously served by the corresponding AMF still remain registered in the network), and AMF Set information.
-	For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF that is marked unavailable and the old unavailable AMF was replaced by the target AMF, CP NF should forward the transaction together with the old GUAMI to the target AMF(s).
Following actions should be performed by the target AMF:
-	When there is a transaction with the UE the target AMF SUPI,5G-GUTI or AMF UE N2AP ID to locate UE contexts and processes the UE transactions accordingly and updates the 5G-GUTI towards the UE, if necessary. For UE(s) in CONNECTED mode, it also updates the new N2AP UE association towards the 5GAN.

**** Start of 56th Change ****

[bookmark: _Toc492719576]5.21.2.3	Procedure for handling AMF Failure
In order to try and handle AMF failure in a graceful manner (i.e. without impacting the UE), AMF can either back up the UE contexts in UDSF, or per GUAMI granularity in other AMFs (serving as backup AMF for the indicated GUAMI). 
NOTE 1:	Frequency of backup is left to implementation.
For deployments without UDSF, for each GUAMI the backup AMF information (in association to the GUAMI) is configured in the AMF. The AMF sends this information to AN and other CP NFs during the N2 setup procedure or the first (per node) interaction with other CP NF.
Following actions should be performed by the target AMF:
In case an AMF fails and the 5G AN/peer CP NFs detect that the AMF has failed, following actions are taken:
-	5G AN marks this AMF as failed and not consider the AMF for selection until explicitly notified.
-	For UE(s) in CONNECTED mode, 5G AN considers failure detection as a trigger to release the N2AP association(s) with the corresponding AMF for the respective UE(s) while maintaining N3 (user plane connectivity) and other UE context information. For subsequent N2 message, the 5G AN should select a different AMF (as in clause 6.3.5) from the same AMF set when the subsequent N2 message needs to be sent for the UE(s). If no other AMF from the AMF set is available, then it can select an AMF from the same AMF Region as in clause 6.3.5. 	Comment by Myungjune@LGE: Divide bullet
-	For UE(s) in IDLE mode, when it subsequently returns from IDLE mode and the 5G AN receives an initial NAS message with a S-TMSI or GUAMI pointing to an AMF that is marked failed, the 5G AN should select a different AMF from the same AMF set and forward the initial NAS message. If no other AMF from the AMF set is available, then it can select an AMF from the same AMF Region as in clause 6.3.5.
-	Peer CP NFs consider this AMF as unavailable while retaining the UE context.
-	For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF, CP NF should select another AMF from the same AMF set and forward the transaction together with the old GUAMI.
-	When the 5G AN or CP NFs need to select a different AMF from the same AMF set,
-	For deployments with UDSF, any AMF from the same AMF set can be selected.	Comment by Myungjune@LGE: Apply style B2
-	For deployments without UDSF, the backup AMF is determined based on the GUAMI of the failed AMF.
Following actions should be taken by the newly selected AMF:
-	For deployments with UDSF, when there is a transaction with the UE tthe newly selected AMF retrieves the UE context from the UDSF and it processes the UE message accordingly and updates the 5G-GUTI towards the UE, if necessary.	Comment by Myungjune@LGE: typo
-	For deployments without UDSF, the newly selected AMF, i.e. the backup AMF uses the GUAMI of the failed AMF to checks whether the UE's original serving AMF has failed. If the failure is detected, it instructs peer CP NFs and 5G AN that for all the UE(s) that were associated with the GUAMI of the failed AMF is now served by this newly selected AMF.
NOTE 2: The backup AMF (newly selected AMF) use the GUAMI to locate the respective UE context(s).
-	The new AMF updates the peer NFs with the new AMF information.
-	If the new AMF is aware of a different AMF serving the UE (by implementation specific means) it redirects the uplink N2 signalling to that AMF, or reject the transaction from the peer NFs with a cause to indicate that new AMF has been selected. The peer NFs may wait for the update from the new AMF and resend the transaction to the new AMF.
NOTE 3:	This bullet above addresses situations where 5G AN node selects an AMF and other CP NFs select an AMF for the UE concurrently. Also, addresses the situation where CP NFs select an AMF for the UE concurrently.
NOTE 4:	It is assumed that the UE contexts from the old AMF include all event subscriptions with peer CP NFs.
-	If the new AMF does not have access to the UE context, then the AMF may force the UE to re-register.
[bookmark: _Toc492719577]
**** Start of 57th Change ****

5.22	System Enablers for priority mechanism
The 5GS and the 5G QoS model allow classification and differentiation of specific services such as listed in section clause 5.16, based on subscription-related and invocation-related priority mechanisms. These mechanisms provide abilities such as invoking, modifying, maintaining, and releasing QoS flows with priority, and delivering QoS Flow packets according to the QoS characteristics under network congestion conditions.	Comment by Myungjune@LGE: wording
 Subscription-related Priority Mechanisms include the ability of prioritize flows based on subscription information, including the prioritization of RRC connection establishment based on access class barring mechanisms and the establishment of prioritized QoS flows.
 Invocation-related Priority Mechanisms include the ability for the service layer to request/invoke the activation of prioritized QoS flows through an interaction over Rx/N5 and packet detection in the UPF.
QoS Mechanisms applied to established QoS Flows include the ability to fulfil the QoS characteristics of QoS Flows through preservation of differentiated treatment for prioritized QoS flow and resource distribution prioritization.
In addition, the separation of concerns between the service classification provided by the core network through the association of Service Data Flows to QoS, and the enforcing of QoS differentiation in (R)AN through the association of QoS Flows to Data Radio bearers, supports the prioritization of QoS Flows when a limitation of the available data radio bearers occurs.

[bookmark: _Toc492719578][bookmark: _Hlk488308891]5.22.1	Subscription-related Priority Mechanisms
Subscription-related mechanisms which are always applied:
-	(R)AN: During initial RRC Connection Establishment, the Establishment Cause is set to indicate that special treatment is to be applied by the (R)AN in the radio resource allocation as specified in clause  5.2. 	Comment by Myungjune@LGE: Change to non-breaking space
Editor's note: Need to include general description of Access Class Barring mechanism, plus use of EstablishmentCause, in clause 5.2, "Network Access Control."
-	AMF: Following RRC Connection Establishment, the receipt of the designated Establishment Cause by the AMF will result in priority handling of the "Initial UE Message" received as part of the Registration procedures of clause 4.2.2 of TS 23.502 [3] and the Service Request procedures of clause 4.2.3 of TS 23.502 [3]. In addition, certain exemptions to Control Plane Congestion and Overload Control are provided as specified in clause 5.19.
Subscription-related mechanisms which are conditionally applied:
[bookmark: _Hlk488305243]-	UE: When Access Class Barring parameters are broadcast, Access Class Barring based on USIM or other permitted identities is applied prior to an initial upstream transmission for the UE and provides a mechanism to limit transmissions from  UEs categorized as non-prioritized, while allowing transmissions from UEs categorized as prioritized (such as MPS subscribed UEs), during the RRC Connection Establishment procedure as specified in clause 5.2 and in clause 4.3.18.1 of TS 23.401 [26].
-	UDM: One or more ARP priority levels are assigned for prioritized or critical services. The ARP of the prioritized QoS Flows for each DN is set to an appropriate Priority Level. The 5QI for prioritized QoS Flows is set in accordance with the prioritized service requirements, including QoS characteristics used in combination with any non-standard 5QI values.
-	PCF: The "IMS Signalling Priority" information is set for the subscriber in the UDM, and the PCF modifies the ARP of the QoS Flow used for IMS signalling, for each DN which supports prioritized services leveraging on IMS signalling, to an appropriate Priority Level assigned for that service.
[bookmark: _Toc492719579]5.22.2	Invocation-related Priority Mechanisms
The generic mechanisms used based on invocation-related Priority Mechanisms for prioritised services are based an interaction with an Application Server and between the Application Server and the PCF over Rx/N5 interface, as described in TS 23.228 [15] clause 5.21 in case of MPS using IMS.
NOTE:	Clause 5.21 in TS 23.228 [15] is applicable to 5GS, with the understanding that the term PCRF corresponds to PCF in the 5GS.
Invocation-related mechanisms for Mobile Originations e.g. via SIP/IMS:
-	PCF: When an indication for a session arrives over the Rx/N5 Interface and the UE does not have priority for the signalling QoS Flow, the PCF derives the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, of the QoS Flow for Signalling as per Service Provider policy as specified in clause 6.1.11.4 of TS 23.203 [4] and clause 4.3.18.2.1 of TS 23.401 [26].
-	PCF: For sessions such as MPS, when establishing or modifying a QoS Flow for media as part of the session origination procedure, the PCF selects the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, to provide priority treatment to the QoS Flow(s) as specified in clause 4.3.18.1 of TS 23.401 [26].
-	PCF: When all active sessions to a particular DN are released, and the UE is not configured for priority treatment to that particular PDU session for a DN, the PCF will downgrade the IMS Signalling QoS Flows from appropriate settings of the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, to those entitled by the UE based on subscription as specified in clause 6.1.11.4 of TS 23.203 [4].
Invocation-related mechanisms for Mobile Terminations e.g. via SIP/IMS:
-	PCF: When an indication for a session arrives over the Rx/N5 Interface, mechanisms as described above for Mobile Originations are applied.
-	UPF: If an IP packet arrives at the UPF for a UE that is CM-IDLE over a QoS Flow which has an ARP priority level value that is entitled for priority use, delivery of priority indication during the Paging procedure is provided by inclusion of the ARP in the N4 interface "Downlink Data Notification" message, as specified in clause 4.2.3.4 of TS 23.502 [3].
-	SMF:If a "Downlink Data Notification" message arrives at the SMF containing an ARP priority level value that is entitled for priority use, delivery of priority indication during the Paging procedure is provided by inclusion of the ARP in the N11 interface "Downlink Data Notification" message, as specified in clause 4.2.3.4 of TS 23.502 [3].
-	AMF:If a "Downlink Data Notification" message arrives at the AMF containing an ARP priority level value that is entitled for priority use, the AMF handles the request with priority and includes the "Paging Priority" IE in the N2 "Paging" message set to a value assigned to indicate that there is an IP packet at the UPF entitled to priority treatment, as specified in clause 4.2.3.4 of TS 23.502 [3].
-	SMF: For a UE that is not configured for priority treatment, upon receiving the "N7 PDU-CAN Session Modification" message from the PCF with an ARP priority level that is entitled for priority use, the SMF sends an "N4 Session Modification Request" to update the ARP for the Signalling QoS Flows, and sends an "N11 SM Request with PDU Session Modification Command" message to the AMF, as specified in clause 4.3.3.2 of TS 23.502 [3].
-	AMF: Upon receiving the "N11 SM Request with PDU Session Modification Command" message from the SMF with an ARP priority level that is entitled for priority use, the AMF updates the ARP for the Signalling QoS Flows, as specified in clause 4.3.3.2 of TS 23.502 [3].
-	(R)AN: Inclusion of the "Paging Priority" in the N2 "Paging" message triggers priority handling of paging in times of congestion at the (R)AN as specified in clause 4.2.3.4 of TS 23.502 [3].   the service receives appropriate priority treatment based on the "Paging Priority" IE.
Invocation-related mechanisms for the Priority PDU connectivity services:
-	PCF: If the state of the Priority PDU connectivity services is modified from disabled to enabled, the QoS Flow(s) controlled by the Priority PDU connectivity services are established/modified to have the service appropriate settings of the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, using the PDU Session modification procedures as specified in clause 4.3.3 of TS 23.502 [3].
-	PCF: If the state of Priority PDU connectivity services is modified from enabled to disabled, the QoS Flow(s) controlled by the Priority PDU connectivity services are modified from service appropriate settings of the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, to those entitled by the UE as per subscription, using the PDU Session modification procedures as specified in clause 4.3.3 of TS 23.502 [3].
[bookmark: _Toc492719580]5.22.3	QoS Mechanisms applied to established QoS Flows
Mechanisms applied to established QoS Flows:
-	(R)AN: QoS Flows requested in the Xn "Handover Request" or N2 "Handover Request" which are marked as entitled to priority by virtue of inclusion of an ARP value from the set allocated by the Service Provider for prioritised services are given priority over requests for QoS Flows which do not include an ARP from the set as specified in clause  4.9 of TS 23.502 [3].	Comment by Myungjune@LGE: Change to non-breaking space
-	SMF: Congestion management procedures in the SMF will provide priority to QoS Flows established for sessions during periods of extreme overload.  Prioritised services are exempt from any session management congestion controls. See clause  5.19 and clause  4.3.18.5 of TS  23.401  [26].	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space
Editor's note:	Need to include relevant material in TS 23.501 [3] clause 5.19, "Control Plane Congestion and Overload Control."  This should reference functionality as described in clauses 4.3.7.1a.2 and 4.3.18.5 of TS 23.401 [26].
	AMF: Congestion management procedures in the AMF will provide priority to mobility management procedures required for the prioritised services during periods of extreme overload.  Prioritised services are exempt from mobility restrictions and any mobility management congestion controls. See clauses 5.3.4.1.1 and 5.19 and clause 4.3.18.5 of TS 23.401 [26].
	QoS Flows whose ARP parameter is from the set allocated by the Service Provider for prioritised services' use shall be exempt from release during QoS Flow load rebalancing. See clause 4.3.18.6 of TS 23.401 [26].
[bookmark: _Hlk491361240]	(R)AN, UPF: IMS Signalling Packets associated with prioritised services' use are handled with priority.  Specifically, during times of severe congestion when it is necessary to drop packets on the IMS Signalling QoS Flow to ensure network stability, these FEs shall drop packets not associated with priority signalling such as MPS or Mission Critical services before packets associated with priority signalling. See clause TBD.
-	(R)AN, UPF: During times of severe congestion when it is necessary to drop packets on a media QoS Flow to ensure network stability, these FEs shall drop packets not associated with priority sessions such as MPS or Mission Critical services before packets associated with sessions. See clause TBD.
[bookmark: _Toc492719589]
**** Start of 58th Change ****

6.2.5	NEF
The Network Exposure Function (NEF) supports the following functionality:
-	It provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g 3rd party, internal exposure/re-exposure, Application Functions, Edge Computing as described in clause 5.13. In addition, it provides a means for the Application Functions to securely provide information to 3GPP network, e.g. Mobility Pattern, communication pattern. In that case the NEF may authenticate, authorize and throttle the Application Functions.
-	It translates between information exchanged with the AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7.
-	The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may implement a Front End (NEF FE) to store the received information as structured data using a standardized interface to a Unified Data Repository (UDR) (interface to be defined by 3GPP). The stored information can be accessed and "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.
NOTE:	The NEF can access the UDR located in the same PLMN as the NEF.
The services provided by the NEF are specified in clause  7.2.8.	Comment by Myungjune@LGE: Change to non-breaking space
[bookmark: _Toc492719590]
**** Start of 59th Change ****

6.2.6	NRF
The NF Repository Function (NRF) supports the following functionality:
-	Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.
-	Maintains the NF profile of available NF instances and their supported services.
NF profile of NF instance maintained in an NRF includes the following information:
-	NF instance ID
-	NF type
-	PLMN ID
-	Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID
-	FQDN or IP address of NF
-	NF capacity information
-	NF Specific Service authorization information
-	Names of supported services
-	Endpoint information of instance(s) of each supported service
-	Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.
NOTE 1:	It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in case that e.g. an NF instance has an exceptional service authorization information.	Comment by Myungjune@LGE: Apply style NOTE	Comment by Myungjune@LGE: numbering
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause  5.15.5):	Comment by Myungjune@LGE: Change to non-breaking space
-	PLMN level (the NRF is configured with information for the whole PLMN),
-	shared-slice level (the NRF is configured with information belonging to a set of Network Slices),
-	slice-specific level (the NRF is configured with information belonging to an S-NSSAI).
Editor's note:	Further clarifications are needed on how the three levels of NRFs are used to support network slicing.
NOTE 2:	Whether NRF is an enhancement of DNS server is to be determined during Stage 3.	Comment by Myungjune@LGE: numbering
In the context of roaming, multiple NRFs may be deployed in the different networks (see clause  4.2.4):	Comment by Myungjune@LGE: Change to non-breaking space
-	the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.
-	the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N2X interface,
[bookmark: _Toc492719591]
**** Start of 60th Change ****

6.2.7	UDM
The Unified Data Management (UDM) includes support for the following functionality:
-	3GPP AKA Authentication Credential Processing.
-	User Identification Handling.
-	Access Authorization.
-	Registration/Mobility management.
-	Subscription management.
-	SMS management.
The UDM uses subscription data and authentication data that may be stored in UDR, in which case a UDM Front End (FE) implements the application logic and does not require an internal user data storage. Several different UDM FEs may serve the same user in different transactions.
NOTE 21:	The interaction between UDM and HSS is implementation specific.	Comment by Myungjune@LGE: numbering
NOTE 32:	The UDM is located in the HPLMN of the subscribers it serves, and access the information of the UDR located in the same PLMN.	Comment by Myungjune@LGE: numbering
[bookmark: _Toc492719595]
**** Start of 61th Change ****

6.2.11	UDR
The Unified Data Repository (UDR) supports the following functionality:
-	Storage and retrieval of subscription data by the UDM FE.
-	Storage and retrieval of policy data by the PCF.
-	Storage and retrieval of structured data for exposure, and application data (including Packet Flow Descriptions (PFDs) for application detection, application request information for multiple UEs), by the NEF.
NOTE 1:	Deployments can choose to collocate UDR with UDSF.
NOTE 2:	The assumption is that the UDR (Unified Data Repository) in the specification can be extended based on the UDR (User Data Repository) defined in TS 23.335 [x22], to support the functionalities and service based Nudr interface defined in the 5GC specifications TS 23.501 and TS 23.502 [3].	Comment by Myungjune@LGE: Remove highlight	Comment by Myungjune@LGE: Reference number
[bookmark: _Toc492719596]
**** Start of 62th Change ****

6.2.12	UDSF
The UDSF is an optional function that supports the following functionality:
-	Storage and retrieval of information as unstructured data by any NF.
NOTE 1:	Deployments can choose to collocate UDSF with UDR.	Comment by Myungjune@LGE: Remove numbering
[bookmark: _Toc492719605]
**** Start of 63th Change ****

6.3.5	AMF selection
The AMF selection functionality is applicable to both 3GPP access and non-3GPP access. The AMF selection functionality can be supported by the 5G-AN (e.g. RAN, N3IWF) and is used to select an AMF for a given UE. An AMF supports the AMF selection functionality to select an AMF for relocation or because the initially selected AMF was not an appropriate AMF to serve the UE (e.g. due to change of Allowed NSSAI). Other CP NF(s), e.g. SMF, supports the AMF selection functionality to select an AMF from the AMF set when the original AMF serving a UE is unavailable.
5G AN selects an AMF Set and an AMF from the AMF Set under the following circumstances:
1)	When the UE provides no 5G-S-TMSI nor the GUAMI to the 5G-AN.
2)	When the UE provides 5G-S-TMSI or GUAMI but the routing information (i.e. AMF identified based on AMF Set ID, AMF pointer) present in the 5G-S-TMSI or GUAMI is not sufficient and/or not usable (e.g. UE provides 5G-S-TMSI with an AMF region ID from a different region).
3)	AMF has instructed AN that the AMF (identified by GUAMI(s)) is unavailable and no target AMF is identified and/or AN has detected that the AMF has failed.
Other CP NFs selects an AMF from the AMF Set under the following circumstances:
4)	When the AMF has instructed AN that a certain AMF identified by GUAMI(s) is unavailable and the CP NF was not notified of target AMF, and/or CP NF has detected that the AMF has failed.
The AMF selection functionality in the 5G-AN may consider the following factors for selecting the AMF Set:
-	Requested NSSAI.
-	Local operator policies.
Editor's note:	whether the N3IWF also considers N3IWF support for specific slices is FFS.
AMF selection functionality in the 5G AN or CP NFs considers the following factors for selecting an AMF from AMF Set:
-	Availability of candidate AMFs.
-	Load balancing across candidate AMFs (e.g. considering weight factors of candidate AMFs in the AMF Set).
When 5G-S-TMSI or GUAMI is provided by the UE to the 5G-AN contains an AMF Set ID that is usable, and the AMF identified by AMF pointer that is not usable (e.g. AN detects that the AMF has failed) or the corresponding AMF indicates it is unavailable (e.g. out of operation) then the 5G-AN uses the AMF Set ID for selecting another AMF from the AMF set considering the factors above.
The AMF selection functionality in the AMF or other CP NFs shall utilize the NRF to discover the AMF instance(s) unless AMF information is available by other means, e.g. locally configured on AMF or other CP NFs. The NRF provides the IP address or the FQDN of AMF instance(s) to the AMF or other CP NFs. In the context of Network Slicing, the AMF selection is described in clause  5.15.5.2.1.	Comment by Myungjune@LGE: Change to non-breaking space
[bookmark: OLE_LINK34][bookmark: OLE_LINK35][bookmark: OLE_LINK36]AMF selection functionality in AMF or other CP NFs use GUAMI to discover the AMF instance, the NRF provides the IP address, or the FQDN of an AMF instance, or a list of candidate AMF instances in the same AMF Set together with additional information (e.g. priority) if the indicated GUAMI cannot be found. 
-	AMF selection functionality in AMF use AMF Set ID to discover the AMF instance(s), the NRF provides a list of AMF instances in the same AMF Set together with additional information (e.g. priority).
[bookmark: _Toc492719606]
**** Start of 64th Change ****

6.3.6	N3IWF selection function
The UE performs N3IWF selection based on the ePDG selection mechanism as specified in the TS 23.402 [xx] clause 4.5.4 except for the following differences.
-	The Tracking/Location Area Identifier FQDN shall be constructed by the UE based only on the Tracking Area wherein the UE is located. The Location Area is not applicable on the 3GPP access.
-	The ePDG FQDN format is substituted by with N3IWF FQDN format as specified in TS 23.003 [xx19].	Comment by Myungjune@LGE: Remove highlight	Comment by Myungjune@LGE: Reference number
Editor's note:	the reference to TS 23.003 might be revised whether definition related to 5G would be included in a different TS.
-	The ePDG identifier configuration and the ePDG selection information are substituted by the N3IWF identifier configuration and the N3IWF selection information respectively.
Editor's note:	Whether or how Network slice information can be used for when the UE performs the N3IWF selection is FFS.
[bookmark: _Toc492719615]
**** Start of 65th Change ****

7.1.2	NF Service Consumer-NF Service Producer interactions
The interaction between two Network Functions (Consumer and Producer) within this NF service framework follows two mechanisms:
-	"Request-response": A Control Plane NF_B (NF Service Producer) is requested by another Control Plane NF_A (NF Service Consumer) to provide a certain NF service, which either performs an action or provides information or both. NF_B provides NF service based on the request by NF_A. In order to fulfil the request, NF_B may in turn consume NF services from other NFs. In Request-response mechanism, communication is one to one between two NFs (consumer and producer) and a one-time response from producer to a request from consumer is expected within a certain timeframe.


Figure 7.1.2-1: "Request-response" NF Service illustration
-	"Subscribe-Notify": A Control Plane NF_A (NF Service Consumer) subscribes to NF Service offered by another Control Plane NF_B (NF Service Producer). Multiple Control Plane NFs may subscribe to the same Control Plane NF Service. NF_B notifies the results of this NF service to the interested NF(s) that subscribed to this NF service. The subscription request shall include the notification endpoint (e.g. the notification URL) of the NF Service Consumer to which the event notification from the NF Service Producer should be sent to. In addition, the subscription request may include notification request for periodic updates or notification triggered through certain events (e.g., the information requested gets changed, reaches certain threshold etc.). The subscription for notification can be done through one of the following ways:	Comment by Myungjune@LGE: Divide Bullet
-	A separate request/response exchange between the NF Service Consumer and the NF Service Producer; or 
-	The subscription for notification is included as part of another NF service operation of the same NF Service; or
-	Registration of a notification endpoint for each type of notification the NF consumer is interested to receive, as a NF service parameter with the NRF during the NF and NF service registration procedure as specified in clause  5.2.7.1.2 of 3GPP TS 23.502  [3].	Comment by Myungjune@LGE: Change to non-breaking space	Comment by Myungjune@LGE: Change to non-breaking space


Figure 7.1.2-2: "Subscribe-Notify" NF Service illustration 1
A Control Plane NF_A may also subscribe to NF Service offered by Control Plane NF_B on behalf of Control Plane NF_C, i.e. it requests the NF Service Producer to send the event notification to another consumer(s). In this case, NF_A includes the notification endpoint of the NF_C in the subscription request.


Figure 7.1.2-3: "Subscribe-Notify" NF Service illustration 2
[bookmark: _Toc492719636]
**** Start of 66th Change ****

8.2.1.1	General
NOTE 1:	N2 maps to NG-C as defined in TS 38.413 [34].
Following procedures are defined over N2:
-	Procedures related with N2 Interface Management and that are not related to an individual UE, such as for Configuration or Reset of the N2 interface. These procedures are intended to be applicable to any access but may correspond to messages that carry some information only on some access (such as information on the default Paging DRX used only for 3GPP access).
-	Procedures related with an individual UE:
-	Procedures related with NAS Transport. These procedures are intended to be applicable to any access but may correspond to messages that for UL NAS transport carry some access dependent information such as User Location Information (e.g. Cell-Id over 3GPP access or other kind of User Location Information for Untrusted Non 3GPP access).
-	Procedures related with UE context management. These procedures are intended to be applicable to any access. The corresponding messages may carry:
-	some information only on some access (such as Handover Restriction List used only for 3GPP access).
-	some information (related e.g. with N3 addressing and with QoS requirements) that is to be transparently forwarded by AMF between the 5G-AN and the SMF.
.-	Procedures related with resources for PDU sessions. These procedures are intended to be applicable to any access. They may correspond to messages that carry information (related e.g. with N3 addressing and with QoS requirements) that is to be transparently forwarded by AMF between the 5G-AN and the SMF.	Comment by Myungjune@LGE: typo
-	Procedures related with Hand-Over management. These procedures are intended for 3GPP access only.
The Control Plane interface between the 5G-AN and the 5G Core supports:
-	The connection of multiple different kinds of 5G-AN (e.g. 3GPP RAN, N3IWF for Un-trusted access to 5GC) to the 5CG via an unique Control Plane protocol: A single NGAP protocol is used for both the 3GPP access and non-3GPP access.
-	There is a unique N2 termination point in AMF per access for a given UE regardless of the number (possibly zero) of  PDU Sessions of the UE.
-	The decoupling between AMF and other functions such as SMF that may need to control the services supported by 5G-AN(s) (e.g. control of the UP resources in the 5G-AN for a PDU session).
-	For this purpose, NGAP may support information that the AMF is just responsible to relay between the 5G-AN and the SMF. The information can be referred as N2 SM information in TS 23.502 [3] and this specification.
NOTE 2:	The N2 SM information is exchanged between the SMF and the 5G-AN transparently to the AMF.
[bookmark: _Toc492719640]
**** Start of 67th Change ****

8.2.2.1	General
A single N1 NAS connection is used for each access to which the UE is connected. The single N1 termination point is located in AMF. The single N1 NAS connection is used for both Registration Management and Connection Management (RM/CM) and for SM-related messages and procedures for a UE.
The NAS protocol on N1 comprises a NAS-MM and a NAS-SM components.
There are multiple cases of protocols between the UE and a core network function (excluding the AMF) that need to be transported over N1 via NAS-MM protocol. Such cases include:
-	Session Management Signalling.
-	SMS.
Editor's note:	It is FFS if other protocols (e.g. LCS) are defined in this Release.
RM/CM NAS messages in NAS-MM and other types of NAS messages (e.g. SM), as well as the corresponding procedures, are decoupled.
The NAS-MM supports generic capabilities:
-	NAS procedures that terminate at the AMF. This includes:
-	Handles Registration Management and Connection Management state machines and procedures with the UE, including NAS transport; the AMF supports following capabilities:
-	Decide whether to accept the RM/CM part of N1 signalling during the RM/CM procedures without considering possibly combined other non NAS-MM messages (e.g., SM) in the same NAS signalling contents;
-	Know if one NAS message should be routed to another NF (e.g., SMF), or locally processed with the NAS routing capabilities inside during the RM/CM procedures;
-	Provide a secure NAS connection (integrity protection, ciphering) between the UE and the AMF, including for the transport of payload;
-	Provide access control if it applies;
-	It is possible to transmit the other type of NAS message (e.g., NAS SM) together with an RM/CM NAS message by supporting NAS transport of different types of payload or messages that do not terminate at the AMF, e.g. NAS-SM, SMS, between the UE and the AMF. This includes:
-	Information about the Payload type;
-	Additional Information for forwarding purposes
-	The Payload (e.g. the SM message in case of SM signalling);
-	There is a Single NAS protocol that applies on both 3GPP and non-3GPP access. When an UE is served by a single AMF while the UE is connected over multiple (3GPP/Non 3GPP) accesses, there is a N1 NAS connection per access.
Security of the NAS messages is provided based on the security context established between the UE and the AMF.
Figure  8.2.2.1-1 depicts NAS transport of SM signalling and SMS.	Comment by Myungjune@LGE: Change to non-breaking space


Figure 8.2.2.1-1 NAS transport for SM, SMS and other services
[bookmark: _Toc492719643]
**** Start of 68th Change ****

[bookmark: _Toc492719644]8.2.3.1	The control plane protocol stack for the service based interface
The control plane protocol(s) for the service-based interfaces listed in clause  4.2.6 is defined in the TS 29.xxx [yy]	Comment by Myungjune@LGE: Change to non-breaking space
[bookmark: _Toc492719648]
**** Start of 69th Change ****

8.3.1	User Plane Protocol stack for a PDU session
This clause illustrates the protocol stack for the User plane transport related with a PDU session.



Legend:
-	PDU layer: This layer corresponds to the PDU carried between the UE and the DN over the PDU session. When the PDU session Type is IPV6, it corresponds to IPv6 packets ; When the PDU session Type is Ethernet, it corresponds to Ethernet frames ; etc.
-	GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) by tunnelling user data over N3 (i.e. between the 5G-AN node and the UPF) in the backbone network. GTP shall encapsulate all end user PDUs. It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.
-	5G Encapsulation: This layer supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) over N9 (i.e. between different UPF of the 5GC). It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.

Figure 8.3.1-1: User Plane Protocol Stack
Editor's note:	The details of encapsulation header over N9 should be updated according to the protocol chose/defined in stage 3.
-	5G-AN protocol stack: This set of protocols/layers depends on the AN:
-	When the 5G-AN is a 3GPP NG-RAN, these protocols/layers are defined by the 3GPP RAN WGs. The radio protocol between the UE and the 5G-AN node (eNodeB or gNodeB) is specified in TS 36.300 [30] and TS 38.300 [27].
-	When the AN is an Untrusted non 3GPP access to 5GC the 5G-AN interfaces with the 5GC at a N3IWF defined in clause 4.3.2 and the 5G-AN protocol stack is defined in clause 8.3.2.
-	UDP/IP: These are the backbone network protocols.
NOTE 1:	The number of UPF in the data path is not constrained by 3GPP specifications: there may be in the data path of a PDU session 0, 1 or multiple UPF that do not support a PDU session anchor functionality for this PDU session.
NOTE 2:	The "non PDU Session Anchor" UPF depicted in the Figure  8.3.1-1 is optional.	Comment by Myungjune@LGE: Change to non-breaking space
NOTE 3:	The N9 interface may be intra-PLMN or inter PLMN (in case of Home Routed deployment).
In case there is an UL CL (Uplink Classifier) or a Branching Point (both defined in clause 5.6.4) in the data path of a PDU session, the UL CL or Branching Point acts as the non PDU session anchor UPF of Figure  8.3.1-1. In that case there are multiple N9 interfaces branching out of the UL CL / Branching Point each leading to different PDU session anchors.	Comment by Myungjune@LGE: Change to non-breaking space
NOTE 4:	Co-location of the UL CL or Branching Point with a PDU session anchor is a deployment option.
[bookmark: _Toc492719649]
[bookmark: _GoBack]**** Start of 70th Change ****

8.3.2	User Plane for untrusted non 3GPP Access


Legend:
-	PDU Layer: As defined in Figure  8.3.1-1	Comment by Myungjune@LGE: Change to non-breaking space
-	GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) by tunnelling user data over N3 (i.e. between N3IWF and the UPF) in the backbone network. This tunnel is per PDU session.
-	The N3IWF relays the user data between per PDU session IPsec tunnel over NWu and corresponding N3 tunnel.

Figure 8.3.2-1: User plane via N3IWF

**** End of Changes ****
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